
the approach

a Business and Managerial Perspective
The Ninth Edition is designed for business students who are or who will soon become business profes-
sionals in the fast-changing business world of today. The goal of this text is to help business students 
learn how to use and manage information technologies to revitalize business processes, improve busi-
ness decision making, and gain competitive advantage. Thus, it places a major emphasis on up-to-date 
coverage of the essential role of Internet technologies in providing a platform for business, commerce, 
and collaboration processes among all business stakeholders in today’s networked enterprises and global 
markets. This is the business and managerial perspective that this text brings to the study of informa-
tion systems. Of course, as in all O’Brien and Marakas texts, this edition:

• Loads the text with Real World Cases, in-depth examples (Blue Boxes), and opportunities to 
learn about real people and companies in the business world (Real World Activities, Case Study 
Questions, Discussion Questions, and Analysis Exercises).

• Organizes the text around a simple Five-Area Information Systems Framework that emphasizes 
the IS knowledge a business professional needs to know.

• Places a major emphasis on the strategic role of information technology in providing business 
professionals with tools and resources for managing business operations, supporting decision mak-
ing, enabling enterprise collaboration, and gaining competitive advantage.

Modular Structure of the text
The text is organized into modules that reflect the five major areas of the framework for information 
systems knowledge. Each chapter is then organized into two or more distinct sections to provide the 
best possible conceptual organization of the text and each chapter. This organization increases instruc-
tor flexibility in assigning course material because it structures the text into modular levels (that is, 
modules, chapters, and sections) while reducing the number of chapters that need to be covered.
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Information 
Technologies
Includes major concepts, devel-
opments, and managerial issues 
involved in computer hard-
ware, software, telecommuni-
cations networks, data resource 
management technologies, and 
other technologies (Chapters 3, 
4, 5, and 6).

Management Challenges
The challenges of business/IT technologies and 
strategies, including security and ethical challenges 
and global IT management (Chapters 13 and 14).

Foundation Concepts
Fundamental business information systems 
concepts, including trends, components, and 
roles of information systems (Chapter 1) and 
competitive advantage concepts and applica-
tions (Chapter 2). Selective coverage of relevant 
behavioral, managerial, and technical concepts.

Development Processes
Developing and implementing business/IT 
strategies and systems using several strategic 
planning and application development  
approaches (Chapters 11 and 12).

Business Applications
How businesses use the Internet and  
other information technologies to 
support their business processes, e-
business and e-commerce initiatives, 
and business decision making (Chap-
ters 7, 8, 9, and 10).
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bucks not only trumps other sellers of sugar and caf-
feine by offering free Wi-Fi, but it also pushes its 
lucrative Starbucks card and provides an upgrade path 
for people eager to hand over money in exchange for 
unlimited access.

Starbucks cards benefit Starbucks in three ways. 
First, people with Starbucks cards in their pockets are 
probably more likely to choose Starbucks when there 
are other nearby alternatives. Second, by getting mil-
lions of customers to pay in advance, Starbucks gets 
more cash upfront (rather than waiting until people ac-
tually get their coffee). Last and best is that cards get 
lost, stolen, or forgotten. When that happens, Starbucks 
gets to keep the money without supplying anything.

Like many indie cafes, Seattle’s Bauhaus Books and 
Coffee has long relied on free Wi-Fi to help bring in 
customers. “In the evenings, the whole bar along the 
window will be lined with people using their comput-
ers,” says Grace Heinze, a 13-year manager at Bauhaus, 
located between downtown Seattle and the trendy 
neighborhood of Capitol Hill. Bauhaus has thrived de-
spite all of the Starbucks shops that have popped up 
around it: 15 within half a mile and 38 within one mile.

So is Heinze worried that the fiercely artsy cafe, 
named for the 1920’s German art movement and replete 
with memorabilia, might lose customers to Starbucks 
now that it is dumping its high Wi-Fi rate in favor of 
two free hours of Wi-Fi a day to any customer? Not re-
ally.

“People come here because they like our atmos-
phere and because they like our coffee,” Heinze said. 
“We’re not feeling very uptight about this.” Wi-Fi 
hot spots began to emerge around the beginning of 
the millennium. Propelled by the fast-growing popu-
larity of laptops, Wi-Fi-enabled coffee shops quickly 
supplanted the older-style cybercafes, which relied on 
the expensive purchase and upkeep of PCs.

Still, until several years ago, many cafes were grant-
ing access to their Wi-Fi hot spots through codes given 
only to paying customers, according to Jack Kelley, 
president of Seattle regional chain Caffe Ladro. There 
was the fear “that if public Wi-Fi was free, you’d fill 
your place up with ‘campers,’” Kelley said, referring to 

Public Wi-Fi hot spots have been popular for about 
eight years. During that time, companies providing 

the service have been groping about, trying to figure 
out how to monetize it. The dominant model to date 
has been just to charge for it. Pay us $20 a month, and 
you can log in at any of our many locations. Recently, 
however, a kind of tipping point has been reached; now, 
instead of being rented for a fee, Wi-Fi will increasingly 
be given away to motivate customers to buy other goods 
and services. Now Wi-Fi is just like the free toaster that 
banks used to hand out for opening a new account.

Starbucks is leading a transition from Wi-Fi-for-
money to Wi-Fi as a lure to get people to spend money 
on other things. It probably has to do with the strong 
competition Starbucks is facing for the morning break-
fast crowd from the likes of McDonald’s, which is also 
being more aggressive with Wi-Fi access.

The Starbucks offer may be a stroke of genius. Star-
bucks and AT&T will give you two hours of free Wi-Fi 
per day, but only if you use a Starbucks card. If you want 
more than two hours, you can pay $19.99 per month, 
which also entitles you to unlimited Wi-Fi offered by 
AT&T at some 70,000 hot spots in 89 countries. Star-

FIGURE 6.1

Public wireless access may be at a crossroad with 
recent moves towards free and advertising-based 
provision of this service.

Source: Getty Images.

Real WoRld

Case1 Starbucks and Others: The Future 
of Public Wi-Fi

Real World Cases
Each chapter provides four Real World Cases— in-depth examples 
that illustrate how prominent businesses and  organizations have 
attempted to implement the theoretical concepts students have just 
learned.
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the formula, N refers to the number of nodes (points of connection) on the network. If only a few nodes 
exist on a network, the number of possible connections is quite small. Using the formula, we see that three 
nodes result in only six possible connections. A network of 10 nodes results in a somewhat larger number—
90 connections. It’s when a large number of nodes are connected that the possible number of connections 
grows to significant proportions. A network with 100 nodes has 9,900 possible connections, and a network 
with 1,000 nodes has 999,000 possible connections. This type of mathematical growth is called exponential.
This term just means that the growth in number of connections is many times greater than the number of 
nodes. Adding only one more node to a network makes the number of connections grow many times 
greater. Think of the effect of adding a new entry and exit ramp on a highway system that connects 30,000 
cities and towns. How many more connections does that one new ramp create?

Metcalfe’s Law
Robert Metcalfe founded 3Com Corp. and designed the Ethernet protocol for computer networks. He 
used his understanding of the concept of networks to express the exponential growth in terms of poten-
tial business value. Metcalfe’s law states that the usefulness, or utility, of a network equals the square of the 
number of users.

1. Do you agree with the plans by Starbucks to offer 
time-limited free Wi-Fi to customers? Do you 
think free Wi-Fi would be enough to instill that 
kind of 
loyalty? Based on the experiences of the other cof-
fee houses reported above, do you think free access 
was a critical factor in developing a loyal customer 
base?

2. Part of the reason for Starbucks’s move had to do 
with increased competition from chains like Mc-
Donald’s for the morning breakfast crowd. Do you 
think that free wireless access by such a competitor 
would have moved a significant portion of Star-
bucks’s customers away? Why or why not?

3. The case notes some companies that offer free Wi-Fi 
in exchange for viewing advertisements or answering 
questions for market research studies. Would you be 
willing to do so in order to get free wireless access, 
say, at an airport? Would your answer change if you 
were using a corporate laptop versus your own, be-
cause of security concerns?

1. Johan Bergendahl of Ericsson believes the demise 
of Wi-Fi is rather imminent and that mobile 
broadband will replace hot spots for wireless ac-
cess. Search the Internet for current commercial 
offerings of mobile broadband and compare their 
features with Wi-Fi hotspots. Which one would 
you choose? Which factors would affect your deci-
sion?

2. Go online and look at different companies in one 
of the industries mentioned in the case, noting 
which companies offer free wireless access and 
which ones do not. Break into small groups and 
brainstorm potential explanations for these differ-
ences. Do you see any patterns in the type of com-
panies that charge for access versus those that offer 
it for free?

CASE STUDY QUESTIONS REAL WORLD ACTIVITIES

simple as paying 10 per day when you are abroad.” Not 
knowing how high the bill will be after a business trip is 
not acceptable for professional users. Coverage will also 
have to improve.

Source: Adapted from Eric Lai, “Indie Coffeehouses Tell Starbucks: 
Bring on Your Free Wi-Fi,” Computerworld, February 14, 2008; Mikael 
Ricknäs, “Ericsson Predicts Demise of Wi-Fi Hotspots,” Computerworld,
March 10, 2008; and Mike Elgan, “Wi-Fi Wants to Be Free,” Computer-
world, February 15, 2008.
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             Learning Objectives 
  After reading and studying this chapter, you should 
be able to:  

   1.  Identify several basic competitive strategies 
and explain how they use information technolo-
gies to confront the competitive forces faced by a 
business. 

   2.  Identify several strategic uses of Internet 
technologies and give examples of how they can 
help a business gain competitive advantages. 

   3.  Give examples of how business process reengi-
neering frequently involves the strategic use of 
 Internet technologies. 

   4.  Identify the business value of using Internet 
technologies to become an agile competitor or 
form a virtual company. 

   5.  Explain how knowledge management systems 
can help a business gain strategic advantages.            

43

 CHAPTER 2 

 COMPETING WITH 
INFORMATION TECHNOLOGY     

M o d u l e
I

Business
Applications

Information
Technologies

Development
Processes

Management
Challenges

Foundation
Concepts

obr76760_ch02_043-073.indd Page 43  8/11/08  1:56:56 PM user-s178 /Volumes/201/MHBR056/mhobr9%0/obr9ch02

44    Module I / Foundation Concepts

  Fundamentals  of 
Strategic Advantage    

 Technology is no longer an afterthought in forming business strategy, but the actual cause 
and driver .   

    This chapter will show you that it is important to view information systems as 
more than a set of technologies that support efficient business operations, workgroup 
and enterprise collaboration, or effective business decision making. Information tech-
nology can change the way businesses compete. You should also view information 
systems strategically, that is, as vital competitive networks, as a means of organiza-
tional renewal, and as a necessary investment in technologies; such technologies help 
a company adopt strategies and business processes that enable it to reengineer or rein-
vent itself to survive and succeed in today’s dynamic business environment. 
    Section I of this chapter introduces fundamental competitive strategy concepts that 
underlie the strategic use of information systems. Section II then discusses several ma-
jor strategic applications of information technology used by many companies today. 
    Read the Real World Case regarding the competitive advantages of IT. We can 
learn a lot about the strategic business uses of information technologies from this case. 
See  Figure 2.1 .    

  In Chapter 1, we emphasized that a major role of information systems applications in 
business is to provide effective support of a company’s strategies for gaining competi-
tive advantage. This strategic role of information systems involves using information 
technology to develop products, services, and capabilities that give a company major 
advantages over the competitive forces it faces in the global marketplace. 
    This role is accomplished through a strategic information architecture: the collec-
tion of    strategic information systems    that supports or shapes the competitive posi-
tion and strategies of a business enterprise. So a strategic information system can be 
any kind of information system (for example, TPS, MIS, and DSS) that uses informa-
tion technology to help an organization gain a competitive advantage, reduce a com-
petitive disadvantage, or meet other strategic enterprise objectives. 
     Figure 2.2  illustrates the various competitive forces a business might encounter, as 
well as the competitive strategies that can be adopted to counteract such forces. It is 
important to note that the figure suggests that any of the major strategies may be 
deemed useful against any of the common competitive forces. Although it is rare and 
unlikely that a single firm would use all strategies simultaneously, each has value in 
certain circumstances. For now, it’s only important that you become familiar with the 
available strategic approaches. Let’s look at several basic concepts that define the role 
of competitive strategy as it applies to information systems.    

  How should a business professional think about competitive strategies? How can a 
business use information systems to apply competitive strategies?  Figure 2.2  illustrates 
an important conceptual framework for understanding forces of competition and the 
various competitive strategies employed to balance them. 
  A company can survive and succeed in the long run only if it successfully devel-
ops strategies to confront five    competitive forces    that shape the structure of com-
petition in its industry. In Michael Porter’s classic model of competition, any business 
that wants to survive and succeed must effectively develop and implement strategies 
to counter (1)  the rivalry of competitors within its industry,  (2)  the threat of new entrants 
into an industry and its markets,  (3)  the threat posed by substitute products that might 
 capture market share,  (4)  the bargaining power of customers,  and (5)  the bargaining power 
of suppliers . 

 Strategic IT  Strategic IT 

 Competitive 
Strategy 
Concepts 

 Competitive 
Strategy 
Concepts 

 Competitive Forces 
and Strategies 
 Competitive Forces 
and Strategies 

 SECTION I  
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Competitive Advantage
Chapter 2 focuses on the use of IT as a way to surpass 
your competitor’s performance.

information or personal e-mails. There’s little guidance, 
however, on what to do in these uncomfortable situations. 
  In the case of the porn-viewing executive, Bryan didn’t get 
into trouble, but neither did the executive, who came up with 
“a pretty outlandish explanation” that the company accepted, 
Bryan says. He considered going to the FBI, but the Internet 
bubble had just burst, and jobs were hard to come by. “It was a 
tough choice,” Bryan says. “But I had a family to feed.” 
  Perhaps it would ease Bryan’s conscience to know that 
he did just what labor attorney Linn Hynds, a senior partner 
at Honigman Miller Schwartz and Cohn LLP, would have 
advised in his case. “Let the company handle it,” she says. 
“Make sure you report violations to the right person in your 
company, and show them the evidence. After that, leave it to 
the people who are supposed to be making that decision.” 
Ideally, corporate policy takes over where the law stops, gov-
erning workplace ethics to clear up gray areas and remove 
personal judgment from the equation as much as possible. 
  “If you don’t set out your policy and your guidelines, if 
you don’t make sure that people know what they are and 
understand them, you’re in no position to hold workers ac-
countable,” says John Reece, a former CIO at the Internal 
Revenue Service and Time Warner Inc. Having clear ethical 
guidelines also lets employees off the hook emotionally if 
the person they discover breaking the policy is a friend, 
someone who reports to them directly, or a supervisor, says 
Reece, who is now head of consultancy at John C. Reece and 
Associates LLC. Organizations that have policies in place 
often focus on areas where they had trouble in the past or 
emphasize whatever they are most worried about. When 
Reece was at the IRS, for example, the biggest emphasis was 
on protecting the confidentiality of taxpayer information. 
  At the U.S. Department of Defense, policies usually em-
phasize procurement rules, notes Stephen Northcutt, presi-
dent of the SANS Technology Institute and author of  IT 
Ethics Handbook: Right and Wrong for IT Professionals . Adding 
to the complexity, an organization that depends on highly 
skilled workers might be more lenient. When Northcutt 
worked in IT security at the Naval Surface Warfare Center 
in Virginia, it was a rarefied atmosphere of highly sought-
after Ph.D.s. “I was told pretty clearly that if I made a whole 
lot of Ph.D.s very unhappy so that they left, the organization 
wouldn’t need me anymore,” says Northcutt. 
  Of course, that wasn’t written in any policy manual, so 
Northcutt had to read between the lines. “The way I inter-
preted it was: Child pornography, turn that in,” he says. “But 
if the leading mathematician wants to download some pic-
tures of naked girls, they didn’t want to hear from me.” 
  Northcutt says that he did find child porn on two occasions 
and that both events led to prosecution. As for other offensive 
photos that he encountered, Northcutt pointed out to his supe-
riors that there might be a legal liability, citing a Supreme Court 
decision that found that similar pictures at a military installation 
indicated a pervasive atmosphere of sexual harassment. That 

W    hat Bryan found on an executive’s computer 
six years ago still weighs heavily on his mind. 
He’s particularly troubled that the man he dis-

covered using a company PC to view pornography of Asian 
women and of children was subsequently promoted and 
moved to China to run a manufacturing plant. “To this day, 
I regret not taking that stuff to the FBI.” It happened when 
Bryan, who asked that his last name not be published, was 
IT director at the U.S. division of a $500 million multina-
tional corporation based in Germany. 
  The company’s Internet usage policy, which Bryan 
helped develop with input from senior management, prohib-
ited the use of company computers to access pornographic 
or adult-content Web sites. One of Bryan’s duties was to use 
products from SurfControl PLC to monitor employee Web 
surfing and to report any violations to management. 
  Bryan knew that the executive, who was a level above him in 
another department, was popular within both the U.S. division 
and the German parent. Yet when the tools turned up dozens of 
pornographic Web sites visited by the exec’s computer, Bryan 
followed the policy. “That’s what it’s there for. I wasn’t going to 
get into trouble for following the policy,” he reasoned. 
  Bryan’s case is a good example of the ethical dilemmas 
that IT workers may encounter on the job. IT employees 
have privileged access to digital information, both personal 
and professional, throughout the company, and they have the 
technical prowess to manipulate that information. That gives 
them both the power and responsibility to monitor and re-
port employees who break company rules. IT professionals 
may also uncover evidence that a coworker is, say, embez-
zling funds, or they could be tempted to peek at private salary 

FIGURE 13.1  
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Ethics, Moral Dilemmas, and Tough 
Decisions: The Many Challenges of 
Working in IT 

REAL WORLD

CASE 1

The pervasive use of information technology in 
organizations and society present individuals with 
new ethical challenges and dilemmas. 
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SECTION I Security,  Ethical ,  and Societal 
Chal lenges of IT  
 There is no question that the use of information technology in business presents ma-
jor security challenges, poses serious ethical questions, and affects society in signifi-
cant ways. Therefore, in this section, we explore the threats to businesses and 
individuals as a result of many types of computer crime and unethical behavior. In Sec-
tion II, we will examine a variety of methods that companies use to manage the secu-
rity and integrity of their business systems. Now let’s look at a real world example. 
    Read the Real World Case on the next page. We can learn a lot from this case 
about the security and ethical issues that result from the pervasive use of IT in or-
ganizations and society today. See  Figure 13.1 .  

  The use of information technologies in business has had a major impact on society and 
thus raises ethical issues in the areas of crime, privacy, individuality, employment, 
health, and working conditions. See  Figure 13.2 . 
  It is important to understand that information technology has had beneficial re-
sults, as well as detrimental effects, on society and people in each of these areas. For 
example, computerizing a manufacturing process may have the beneficial result of 
improving working conditions and producing products of higher quality at lower cost, 
but it also the adverse effect of eliminating people’s jobs. So your job as a manager or 
business professional should involve managing your work activities and those of others 
to minimize the detrimental effects of business applications of information technology 
and optimize their beneficial effects. That would represent an ethically responsible use 
of information technology.    

  As a business professional, you have a responsibility to promote ethical uses of infor-
mation technology in the workplace. Whether or not you have managerial responsi-
bilities, you should accept the ethical responsibilities that come with your work 
activities. That includes properly performing your role as a vital human resource in 
the business systems you help develop and use in your organization. As a manager or 
business professional, it will be your responsibility to make decisions about business 
activities and the use of information technologies that may have an ethical dimension 
that must be considered. 
    For example, should you electronically monitor your employees’ work activities 
and e-mail? Should you let employees use their work computers for private business 
or take home copies of software for their personal use? Should you electronically ac-
cess your employees’ personnel records or workstation files? Should you sell customer 
information extracted from transaction processing systems to other companies? These 
are a few examples of the types of decisions you will have to make that have an ethical 
dimension. So, let’s take a closer look at several  ethical foundations   in business and 
information technology.  

   Business ethics   is concerned with the numerous ethical questions that managers must 
confront as part of their daily business decision making. For example,  Figure 13.3  
outlines some of the basic categories of ethical issues and specific business practices 
that have serious ethical consequences. Notice that the issues of intellectual property 
rights, customer and employee privacy, security of company records, and workplace 
safety are highlighted because they have been major areas of ethical controversy in 
information technology. 
  How can managers make ethical decisions when confronted with business issues 
such as those listed in  Figure 13.3 ? Several important alternatives based on theories of 
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  Bryan’s case is a good example of the ethical dilemmas 
that IT workers may encounter on the job. IT employees 
have privileged access to digital information, both personal 
and professional, throughout the company, and they have the 
technical prowess to manipulate that information. That gives 
them both the power and responsibility to monitor and re-
port employees who break company rules. IT professionals 
may also uncover evidence that a coworker is, say, embez-
zling funds, or they could be tempted to peek at private salary 
information or personal e-mails. There’s little guidance, 
however, on what to do in these uncomfortable situations. 
  In the case of the porn-viewing executive, Bryan didn’t get 
into trouble, but neither did the executive, who came up with 
“a pretty outlandish explanation” that the company accepted, 
Bryan says. He considered going to the FBI, but the Internet 
bubble had just burst, and jobs were hard to come by. “It was a 
tough choice,” Bryan says. “But I had a family to feed.” 
  Perhaps it would ease Bryan’s conscience to know that 
he did just what labor attorney Linn Hynds, a senior partner 
at Honigman Miller Schwartz and Cohn LLP, would have 
advised in his case. “Let the company handle it,” she says. 
“Make sure you report violations to the right person in your 
company, and show them the evidence. After that, leave it to 
the people who are supposed to be making that decision.” 
Ideally, corporate policy takes over where the law stops, gov-
erning workplace ethics to clear up gray areas and remove 
personal judgment from the equation as much as possible. 
  “If you don’t set out your policy and your guidelines, if 
you don’t make sure that people know what they are and 
understand them, you’re in no position to hold workers ac-
countable,” says John Reece, a former CIO at the Internal 
Revenue Service and Time Warner Inc. Having clear ethical 
guidelines also lets employees off the hook emotionally if 
the person they discover breaking the policy is a friend, 
someone who reports to them directly, or a supervisor, says 
Reece, who is now head of consultancy at John C. Reece and 
Associates LLC. Organizations that have policies in place 
often focus on areas where they had trouble in the past or 
emphasize whatever they are most worried about. When 
Reece was at the IRS, for example, the biggest emphasis was 
on protecting the confidentiality of taxpayer information. 
  At the U.S. Department of Defense, policies usually em-
phasize procurement rules, notes Stephen Northcutt, presi-
dent of the SANS Technology Institute and author of  IT 
Ethics Handbook: Right and Wrong for IT Professionals . Adding 
to the complexity, an organization that depends on highly 
skilled workers might be more lenient. When Northcutt 
worked in IT security at the Naval Surface Warfare Center 
in Virginia, it was a rarefied atmosphere of highly sought-
after PhDs “I was told pretty clearly that if I made a whole 
lot of PhDs very unhappy so that they left, the organization 
wouldn’t need me anymore,” says Northcutt. 
  Of course, that wasn’t written in any policy manual, so 
Northcutt had to read between the lines. “The way I inter-
preted it was: Child pornography, turn that in,” he says. “But 

W    hat Bryan found on an executive’s computer six 
years ago still weighs heavily on his mind. He’s 
particularly troubled that the man he discov-

ered using a company PC to view pornography of Asian 
women and of children was subsequently promoted and 
moved to China to run a manufacturing plant. “To this day, I 
regret not taking that stuff to the FBI.” It happened when 
Bryan, who asked that his last name not be published, was IT 
director at the U.S. division of a $500 million multinational 
corporation based in Germany. 
  The company’s Internet usage policy, which Bryan 
helped develop with input from senior management, prohib-
ited the use of company computers to access pornographic 
or adult-content Web sites. One of Bryan’s duties was to use 
products from SurfControl PLC to monitor employee Web 
surfing and to report any violations to management. 
  Bryan knew that the executive, who was a level above him in 
another department, was popular within both the U.S. division 
and the German parent. Yet when the tools turned up dozens of 
pornographic Web sites visited by the exec’s computer, Bryan 
followed the policy. “That’s what it’s there for. I wasn’t going to 
get into trouble for following the policy,” he reasoned. 
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Ethics & Security
Chapter 13 discusses the issues sur-
rounding these topics and the chal-
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 SECTION II   Managing Global IT   

   Whether they are in Berlin or Bombay, Kuala Lumpur or Kansas, San Francisco or 
Seoul, companies around the globe are developing new models to operate competitively 
in a digital economy. These models are structured, yet agile; global, yet local; and 
they  concentrate on maximizing the risk-adjusted return from both knowledge and 
technology assets .  

  International dimensions have become a vital part of managing a business enter-
prise in the inter-networked global economies and markets of today. Whether you 
become a manager in a large corporation or the owner of a small business, you will be 
affected by international business developments and deal in some way with people, 
products, or services whose origin is not your home country. 
    Read the Real World Case on the next page. We can learn a lot about approaches 
to sucessfully develop and roll out worldwide system implementations from this case. 
See  Figure 14.11 .   

   Figure 14.12  illustrates the major dimensions of the job of managing global informa-
tion technology that we cover in this section. Notice that all global IT activities must 
be adjusted to take into account the cultural, political, and geoeconomic challenges 
that exist in the international business community. Developing appropriate business 
and IT strategies for the global marketplace should be the first step in    global information 
technology management   . Once that is done, end users and IS managers can move on 
to developing the portfolio of business applications needed to support business/IT 
strategies; the hardware, software, and Internet-based technology platforms to sup-
port those applications; the data resource management methods to provide necessary 
databases; and finally the systems development projects that will produce the global 
information systems required. 

 The 
International 
Dimension 
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Management 
 Global IT 
Management 

  We seem to have reached a point where virtually every CIO is a global CIO—a 
leader whose sphere of influence (and headaches) spans continents. The global CIO’s 
most common challenge, according to CIO Executive Council members, is manag-
ing global virtual teams. In an ideal world, HR policies across the global IT team 
should be consistent, fair, and responsive. Titles and reporting structures (if not 
compensation) should be equalized. 
    The council’s European members, representing Royal Dutch Shell, Galderma, 
Olympus, and others, commissioned a globalization playbook that collects and codi-
fies best practices in this and other globalization challenges. 
     Obtain local HR expertise.  Companies must have a local HR person in each 
country to deal with local laws. “Hiring, firing, and training obligations must be 
managed very differently in each location, and you need someone with local exper-
tise on the laws and processes,” says Michael Pilkington, former CIO of Euroclear, 
the Brussels-based provider of domestic and cross-border settlement for bond, 
equity, and fund transactions. 
     Create job grade consistency across regions.  Euroclear is moving toward a 
job evaluation methodology that organizes job types into vertical categories, such as 
managing people/process, product development, business support, and project man-
agement. This provides a basis for comparing and managing roles and people across 
locations. Grade level is not the same thing as a title; people’s titles are much more 
subject to local conventions. 

     Global Teams: It’s 
Still a Small World 
     Global Teams: It’s 
Still a Small World 
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     Manage dispersed staff as portfolio teams.  ON Semiconductor has IT staff 
that support sales in Slovakia, where ON has a factory; in Hong Kong, where ON 
has a major sales office; in Shenzhen, China, where a customer service center is 
 located; and in Kuala Lumpur, Malaysia, at its regional development center. ON 
overcomes potential disconnects by having a single sales IT portfolio owner, based at 
headquarters in Phoenix, who sets objectives and distributes work to the members of 
that team no matter where they reside. 
     Make the work meaningful.  To keep morale high and turnover low, be sure 
that each remote location contributes to important projects. Don’t send remote 
workers a steady diet of maintenance. Pilkington suggests building a center of excel-
lence in each remote location. 
     Clearly defining the roles of remote groups can also help knit them to-
gether.  For example, global company leaders can hold meetings at all levels to dis-
cuss the distinct purposes of corporate headquarters, the regions, and the local units. 
Knowing what their roles are in the larger picture and what they can expect from 
others “creates a sense of identity and purpose,” says Nariman Karimi, senior VP 
and CIO of DHL Asia Pacific. 
     Bring remote staff to headquarters.  ON Semiconductor brings its foreign-
based employees to the United States to work on key initiatives and interact with 
other business units at corporate headquarters. This may not be a monetary reward, 
but in many cultures it represents an endorsement and source of pride. 
     Foster communication across regional boundaries.  Video conferencing is an 
obvious tool to enhance global team communication, but it’s important to have in-
person meetings as well. At DHL, Karimi, together with the regional board members, 
visits one of the top 10 sites around the Asia Pacific region each month; each gets at 
least one personal visit a year. The visits include time for the local unit to showcase 
itself, and there is also unstructured time for informal and personal interaction. 

 Source: Adapted from Richard Pastore, “Global Team Management: It’s a Small World After All,”  CIO Magazine , 
January 23, 2008.   

FIGURE 14.12  
   The major dimensions of 
global e-business 
technology management. 
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     “Business as usual” is not good enough in global business operations. The same holds 
true for global e-business technology management. There are too many cultural, po-
litical, and geoeconomic (geographic and economic) realities that must be confronted 
for a business to succeed in global markets. As we have just mentioned, global infor-
mation technology management must focus on developing global business IT strate-
gies and managing global e-business application portfolios, Internet technologies, 
platforms, databases, and systems development projects. Managers, however, must 
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  At PayPal Inc. ( www.paypal.com ), an online payment processing company that is 
now a subsidiary of eBay, security specialists noticed one day that there were too 
many Hudsens and Stivensons opening accounts with the company. John Kothanek, 
PayPal’s lead fraud investigator (and a former military intelligence officer), discov-
ered that batches of 40 or more accounts were being opened by 10 names and then 
were used to buy high-value computer goods in auctions on eBay.com. PayPal froze 
the funds used to pay for the eBay goods (all to be shipped to an address in Russia) 
and started an investigation. Then one of PayPal’s merchants reported that it had 
been redirected to a mock site called PayPal. 
    Kothanek’s team set up sniffer software, which catches packet traffic, at the mock 
site. The software showed that operators of the mock site were using it to capture Pay-
Pal user log-ins and passwords. Investigators also used the sniffer to log the perpetra-
tors’ own IP address, which they then used to search against PayPal’s database. It turned 
out that all of the accounts under scrutiny were opened by the same Internet address. 
    Using two freeware network-discovery tools, TraceRoute and Sam Spade, PayPal 
found a connection between the fake PayPal server address and the shipping address 
in Russia to which the accounts were trying to send goods. Meanwhile, calls were 
pouring in from credit card companies disputing the charges made from the suspect 
PayPal accounts. The perpetrators had racked up more than $100,000 in fraudulent 
charges using stolen credit cards—and PayPal was fully liable to repay them. 
    “Carders typically buy high-value goods like computers and jewelry so they can 
resell them,” comments Ken Miller, PayPal’s fraud control director. PayPal froze the 
funds in those accounts and began to receive e-mail and phone calls from the perpe-
trators, who demanded that the funds be released. “They were blatant,” says Koth-
anek. “They thought we couldn’t touch them because they were in Russia.” 
    Then PayPal got a call from the FBI. The FBI had lured the suspects into cus-
tody by pretending to be a technology company offering them security jobs. Using a 
forensics tool kit called EnCase, Kothanek’s team helped the FBI tie its case to Pay-
Pal’s by using keyword and pattern searches familiar to the PayPal investigators to 
analyze the slack and ambient space—where deleted files remain until overwritten—
on a mirror-image backup of the suspects’ hard drives. 
    “We were able to establish a link between their machine’s IP address, the credit cards 
they were using in our system, and the Perl scripts they were using to open accounts on 
our system,” describes Kothanek. The alleged perpetrators, Alexey Ivanov and Vasili 
Gorchkov, were charged with multiple counts of wire fraud and convicted in fall 2001. 

 Source: Adapted from Deborah Radcliff, “Cybersleuthing Solves the Case,”  Computerworld , January 14, 2002.   
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   Cyber thieves have at their fingertips a dozen dangerous tools, from “scans” that ferret 
out weaknesses in Web site software programs to “sniffers” that snatch passwords .  

   Hacking , in computerese, is the obsessive use of computers or the unauthorized access 
and use of networked computer systems. Hackers can be outsiders or company employ-
ees who use the Internet and other networks to steal or damage data and programs. One 
of the issues in hacking is what to do about a hacker who commits only  electronic breaking 
and entering , that is, gets access to a computer system and reads some files but neither 
steals nor damages anything. This situation is common in computer crime cases that are 
prosecuted. In most cases, courts have found that the typical computer crime statute lan-
guage prohibiting malicious access to a computer system did apply to anyone gaining 
unauthorized access to another’s computer networks. See  Figure 13.7 . 
  Hackers can monitor e-mail, Web server access, or file transfers to extract passwords, 
steal network files, or to plant data that will cause a system to welcome intruders. A 
hacker may also use remote services that allow one computer on a network to execute 
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Cracking
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want a small, portable PC.  Figure 3.5  offers advice on some of the key features you 
should consider when acquiring a high-end professional workstation, multimedia PC, 
or beginner’s system. This breakdown should give you some idea of the range of 
 features available in today’s microcomputers. 
      Some microcomputers are powerful    workstation computers    (technical worksta-
tions) that support applications with heavy mathematical computing and graphics dis-
play demands, such as computer-aided design (CAD) in engineering or investment 
and portfolio analysis in the securities industry. Other microcomputers are used as 
   network servers   . These are usually more powerful microcomputers that coordinate 
telecommunications and resource sharing in small local area networks (LANs) and in 
Internet and intranet Web sites. 

FIGURE 3.5 Examples of recommended features for the three types of PC users. Note: www.dell.com and
www.gateway.com are good sources for the latest PC features available. 

Business Pro

To track products, customers, and 
firm performance, more than just a 
fast machine is necessary:

• 3–4GHz dual-core processor

• 4–8GB RAM

• 500GB hard drive

• Up to 19-inch flat-panel
display

• CD-RW/DVD RW

• Network interface card

• Color laser printer

Multimedia Heavy or Gamer

Media pros and dedicated gamers 
will want at least a Mac G4 or a
2–3GHz Intel dual-core chip, and

• 4–8GB RAM

• 250 GB hard drive

• 19-inch or better flat-panel display

• 16x or better DVD RW

• Video cards (as fast and as power-
ful as budget permits)

• Sound cards

• Laser printer (color or B&W)

Newcomer

Save some money with a Celeron 
processor in the 2–3GHz range 
while looking for

• 2GB RAM

• 120–160GB hard drive

• 15- to 17-inch flat panel or wide 
screen

• CD-RW/DVD

• USB port

• Inkjet printer

Corporate PC 
Criteria

 What do you look for in a new PC system? A big, bright screen? Zippy new proces-
sor? Capacious hard drive? Acres of RAM? Sorry, none of these is a top concern for 
corporate PC buyers. Numerous studies have shown that the price of a new compu-
ter is only a small part of the total cost of ownership (TCO). Support, maintenance, 
and other intangibles contribute far more heavily to the sum. Let’s take a look at 
three top criteria.

Solid Performance at a Reasonable Price. Corporate buyers know that their us-
ers probably aren’t mapping the human genome or plotting trajectories to Saturn. 
They’re doing word processing, order entry, sales contact management, and other 
essential business tasks. They need a solid, competent machine at a reasonable price, 
not the latest whizbang.
 Many organizations are adopting a laptop, rather than desktop, strategy. Using 
this approach, the employee uses his or her laptop while in the office and out in the 
field. With the proliferation of wireless Internet access, this strategy allows employ-
ees to take the desktop with them wherever they may be—at their desk, in a confer-
ence room, at a meeting offsite, or in a hotel room in another country.
 One outcome of this strategy is the development and acquisition of more power-
ful laptops with larger and higher-quality screens. This demand presents a challenge 
to laptop manufacturers to provide higher quality while continuing to make the lap-
top lightweight and portable.
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       Burgeoning data warehouses and related applications such as data mining and online 
 analytical processing are forcing IT shops into higher and higher levels of server 
 configurations. Similarly, Internet-based applications, such as Web servers and electronic 
commerce, are forcing IT managers to push the envelope of processing speed and storage 
capacity and other [business] applications, fueling the growth of high-end servers .  

    Midrange systems have become popular as powerful network servers (computers 
used to coordinate communications and manage resource sharing in network settings) 
to help manage large Internet Web sites, corporate intranets and extranets, and other 
networks. Internet functions and other applications are popular high-end server 
 applications, as are integrated enterprisewide manufacturing, distribution, and finan-
cial applications. Other applications, like data warehouse management, data mining, 
and online analytical processing (which we discuss in Chapters 5 and 10), are contrib-
uting to the demand for high-end server systems. 
    Midrange systems first became popular as    minicomputers    for scientific research, 
instrumentation systems, engineering analysis, and industrial process monitoring and 
control. Minicomputers could easily handle such uses because these applications are 
narrow in scope and do not demand the processing versatility of mainframe systems. 
Today, midrange systems include servers used in industrial process-control and manu-
facturing plants and play major roles in computer-aided manufacturing (CAM). They 
can also take the form of powerful technical workstations for computer-aided design 
(CAD) and other computation and graphics-intensive applications. Midrange systems 
are also used as  front-end servers  to assist mainframe computers in telecommunications 
processing and network management. 

And the Oscar 
Goes to . . . 
Penguins and 
2,000 Blade 
Servers

 An initial implementation of 500 blade servers soon grew to 2,000 to meet the processing 
capacity requirements for creating the Oscar-winning animated film Happy Feet. The 
108-minute computer-generated animated feature, which recently won an Academy 
Award, was put together by digital production company The  Animal Logic Group.
 “We needed huge numbers of processors in a form factor and price level that 
would work for our business,” says Xavier Desdoigts, director of technical opera-
tions. “We had to render 140,000 frames, and each frame could take many hours to 
render. The photorealistic look of the movie made our computational requirements 
soar to new heights.”
 For example, Mumble, the main character in the movie, had up to 6 million 
feathers. “There were six shots in the movie that had more than 400,000 penguins in 
them,” Desdoigts explained. This added up to over 17 million CPU hours used 
throughout the last nine months of Happy Feet production. “We were initially con-
cerned about our ability to build and manage a processing capacity of that scale.”
 Animal Logic and IBM built a rendering server farm using BladeCenter HS20 blade 
servers, each with two Intel Xeon servers. Rendering was completed in October 2006, 
and the film was released the following month in the United States. Management tools 
to deploy and control the servers while in production included an open-source package 
for administering computing clusters. For Animal Logic, the biggest sign of success from 
an IT perspective was that the entire server farm was managed by a single person.
 “We have to make sure we choose solutions that aren’t overly complex to set up 
or manage, so our focus can stay on realizing the creative visions of our clients,” 
Desdoigts said. Happy Feet quickly became one of the Australian film industry’s great-
est box-office successes, taking the No. 1 spot in the United States for three con-
secutive weeks. It made more than $41 million (U.S.) on its opening weekend and 
showed on 3,800 cinema screens.

Source: Adapted from Sandra Rossi, “And the Oscar Goes to . . . Jovial Penguins and 2,000 Blade Servers,” 
 Computerworld Australia, March 6, 2007.
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  At PayPal Inc. ( www.paypal.com ), an online payment processing company that is 
now a subsidiary of eBay, security specialists noticed one day that there were too 
many Hudsens and Stivensons opening accounts with the company. John Kothanek, 
PayPal’s lead fraud investigator (and a former military intelligence officer), discov-
ered that batches of 40 or more accounts were being opened by 10 names and then 
were used to buy high-value computer goods in auctions on eBay.com. PayPal froze 
the funds used to pay for the eBay goods (all to be shipped to an address in Russia) 
and started an investigation. Then one of PayPal’s merchants reported that it had 
been redirected to a mock site called PayPal. 
    Kothanek’s team set up sniffer software, which catches packet traffic, at the mock 
site. The software showed that operators of the mock site were using it to capture Pay-
Pal user log-ins and passwords. Investigators also used the sniffer to log the perpetra-
tors’ own IP address, which they then used to search against PayPal’s database. It turned 
out that all of the accounts under scrutiny were opened by the same Internet address. 
    Using two freeware network-discovery tools, TraceRoute and Sam Spade, PayPal 
found a connection between the fake PayPal server address and the shipping address 
in Russia to which the accounts were trying to send goods. Meanwhile, calls were 
pouring in from credit card companies disputing the charges made from the suspect 
PayPal accounts. The perpetrators had racked up more than $100,000 in fraudulent 
charges using stolen credit cards—and PayPal was fully liable to repay them. 
    “Carders typically buy high-value goods like computers and jewelry so they can 
resell them,” comments Ken Miller, PayPal’s fraud control director. PayPal froze the 
funds in those accounts and began to receive e-mail and phone calls from the perpe-
trators, who demanded that the funds be released. “They were blatant,” says Koth-
anek. “They thought we couldn’t touch them because they were in Russia.” 
    Then PayPal got a call from the FBI. The FBI had lured the suspects into cus-
tody by pretending to be a technology company offering them security jobs. Using a 
forensics tool kit called EnCase, Kothanek’s team helped the FBI tie its case to Pay-
Pal’s by using keyword and pattern searches familiar to the PayPal investigators to 
analyze the slack and ambient space—where deleted files remain until overwritten—
on a mirror-image backup of the suspects’ hard drives. 
    “We were able to establish a link between their machine’s IP address, the credit cards 
they were using in our system, and the Perl scripts they were using to open accounts on 
our system,” describes Kothanek. The alleged perpetrators, Alexey Ivanov and Vasili 
Gorchkov, were charged with multiple counts of wire fraud and convicted in fall 2001. 

 Source: Adapted from Deborah Radcliff, “Cybersleuthing Solves the Case,”  Computerworld , January 14, 2002.   

PayPal Inc.: Cyber 
Crime on the 
Internet

PayPal Inc.: Cyber 
Crime on the 
Internet

   Cyber thieves have at their fingertips a dozen dangerous tools, from “scans” that ferret 
out weaknesses in Web site software programs to “sniffers” that snatch passwords .  

   Hacking , in computerese, is the obsessive use of computers or the unauthorized access 
and use of networked computer systems. Hackers can be outsiders or company employ-
ees who use the Internet and other networks to steal or damage data and programs. One 
of the issues in hacking is what to do about a hacker who commits only  electronic breaking 
and entering , that is, gets access to a computer system and reads some files but neither 
steals nor damages anything. This situation is common in computer crime cases that are 
prosecuted. In most cases, courts have found that the typical computer crime statute lan-
guage prohibiting malicious access to a computer system did apply to anyone gaining 
unauthorized access to another’s computer networks. See  Figure 13.7 . 
  Hackers can monitor e-mail, Web server access, or file transfers to extract passwords, 
steal network files, or to plant data that will cause a system to welcome intruders. A 
hacker may also use remote services that allow one computer on a network to execute 
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What’s new?
The Ninth Edition includes significant changes to the Eighth Edition’s content that update and im-
prove its coverage, many of them suggested by an extensive faculty review process. Highlights of key 
changes for this edition include the following:

• Real World Cases provide current, relevant, and in-depth examples of IS theory applications. A 
combination of Case Study Questions and Real World Activities allows you to engage students on a  
variety of levels.

• More new Real World Cases: More than two-thirds of the cases are new to the Ninth Edition. 
These up-to-date cases provide students with in-depth business examples of the successes and chal-
lenges companies are experiencing in implementing the information technology concepts covered 
in each chapter. Cases have also been included to give Indian perspective to the subject.

• Real world examples have been added from the Indian Industry.
• Improved Analysis Exercises at the end of each chapter allow you to cover in class or assign as 

homework a wide variety of interesting projects that promote analysis and critical thinking.
• Application Exercises added at the end of each chapter to offer real experience from manager’s per-

spective.
• Chapter 1: Foundations of Information Systems in Business provides a discussion of the relationship 

between general systems theory and information systems. An expanded discussion on IT/IS careers 
has been added to Section I.

• Chapter 2: Competing with Information Technology has an expanded discussion of Porter’s five force 
model of competition and provides added clarification of support versus primary processes and a 
more in-depth explanation of differentiation versus innovation.

• Chapter 3: Computer Hardware includes significant discussions of the history of computing and 
updated coverage of Moore’s law. It also provides increased and updated coverage of information 
appliances, Grid computing, and voice recognition, as well as RFID technology and privacy chal-
lenges.

• Chapter 4: Computer Software provides additional information about OpenOffice Suite and XML.
• Chapter 5: Data Resource Management expands the discussion on records and primary keys.
• Chapter 6: Telecommunications and Networks now includes discussions of technologies such as Blue-

tooth and VoIP. Significant discussion of the difference between analog and digital technologies, as 
well as treatment of the last-mile problem, has also been added.

• Chapter 10: Decision Support Systems has added coverage of CAPTCHA tests to prevent machine 
intervention in online environments. It also includes expanded coverage of OLAP and the modern 
use of expert system engines.

• Chapter 11: Developing Business/IT Strategies provides more in-depth coverage of SWOT analysis 
and balanced scorecard approach.

• Chapter 12: Developing Business/IT Solutions includes an expanded discussion of logical versus physi-
cal models.

• Chapter 13: Security and Ethical Challenges expands coverage of security and ethics to include the 
latest developments: opt-in versus opt-out privacy legislation, HIPPA and Patriot Act compliance 
challenges, adware and spyware, and cyber law.

• Chapter 14: Enterprise and Global Management of Information Technology provides expanded in-depth 
coverage of COBIT and IT governance structures in organizations.

xi�



Student Support

Each chapter contains complete pedagogical support in the form of:

• Summary. Revisiting key chapter concepts in a bullet-point summary.
• Key Terms and Concepts. Using page numbers to reference where terms are discussed in the text.
• Review Quiz. Providing a self-assessment for your students. Great for review before an important 

exam.
• Discussion Questions. Whether assigned as homework or used for in-class discussion, these com-

plex questions will help your students develop critical thinking skills.
• Analysis Exercises. Each innovative scenario presents a business problem and asks students to use 

and test their IS knowledge through analytical, Web-based, spreadsheet, and/or database skills.
• Real world cases added from the Indian and International Perspective
• Closing Case Studies. Reinforcing important concepts with prominent examples from businesses 

and organizations. Discussion questions follow each case study.
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Control of System Performance
An important information system activity is the control of system performance. An information sys-
tem should produce feedback about its input, processing, output, and storage activities. This feed-
back must be monitored and evaluated to determine if the system is meeting established performance 
standards. Then appropriate system activities must be adjusted so that proper information products 
are produced for end users.

For example, a manager may discover that subtotals of sales amounts in a sales report do not add up 
to total sales. This conflict might mean that data entry or processing procedures need to be corrected. 
Then changes would have to be made to ensure that all sales transactions would be properly captured 
and processed by a sales information system.

ReCognIzIng InfoRmaTIon SySTemS

As a business professional, you should be able to recognize the fundamental components of information 
systems you encounter in the real world. This demand means that you should be able to identify:

• The people, hardware, software, data, and network resources they use.

• The types of information products they produce.

• The way they perform input, processing, output, storage, and control activities.

This kind of understanding will help you be a better user, developer, and manager of information 
systems. As we have pointed out in this chapter, this is important to your future success as a manager, 
entrepreneur, business professional, or modern business technologist.

Summary

• IS Framework for Business Professionals. The 
IS knowledge that a business manager or profes-
sional needs to know is illustrated in Figure 1.2 
and covered in this chapter and text. This knowl-
edge includes (1) foundation concepts: fundamental 
behavioral, technical, business, and managerial 
concepts like system components and functions, 
or competitive strategies; (2) information technolo-
gies: concepts, developments, or management is-
sues regarding hardware, software, data 
management, networks, and other technologies; 
(3) business applications: major uses of IT for busi-
ness processes, operations, decision making, and 
strategic/competitive advantage; (4) development 
processes: how end users and IS specialists develop 
and implement business/IT solutions to prob-
lems and opportunities arising in business; and 
(5) management challenges: how to manage the IS 
function and IT resources effectively and ethi-
cally to achieve top performance and business 
value in support of the business strategies of the 
enterprise.

• Business Roles of Information Systems. Infor-
mation systems perform three vital roles in business 
firms. Business applications of IS support an organi-
zation’s business processes and operations, business 
decision making, and strategic competitive advan-
tage. Major application categories of information 
systems include operations support systems, such as 
transaction processing systems, process control sys-
tems, and enterprise collaboration systems; and 
management support systems, such as management 
information systems, decision support systems, and 
executive information systems. Other major catego-
ries are expert systems, knowledge management sys-
tems, strategic information systems, and functional 
business systems. However, in the real world, most 
application categories are combined into cross-func-
tional information systems that provide information 
and support for decision making and also perform-
ing operational information processing activities. 
Refer to Figures 1.7, 1.9, and 1.11 for summaries of 
the major application categories of information sys-
tems.
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• Reengineering Business Processes. Information 
technology is a key ingredient in reengineering 
business operations because it enables radical 
changes to business processes that dramatically im-
prove their efficiency and effectiveness. Internet 
technologies can play a major role in supporting 
innovative changes in the design of workflows, job 
requirements, and organizational structures in a 
company.

• Becoming an Agile Company. A business can use 
information technology to help it become an agile 
company. Then it can prosper in rapidly changing 
markets with broad product ranges and short 
model lifetimes in which it must process orders in 
arbitrary lot sizes; it can also offer its customers 
customized products while it maintains high vol-
umes of production. An agile company depends 
heavily on Internet technologies to help it respond 
to its customers with customized solutions, and to 
cooperate with its customers, suppliers, and other 
businesses to bring products to market as rapidly 
and cost-effectively as possible.

• Creating a Virtual Company. Forming virtual 
companies has become an important competitive 
strategy in today’s dynamic global markets. Inter-
net and other information technologies play a key 
role in providing computing and telecommunica-
tions resources to support the communications, co-
ordination, and information flows needed. 
Managers of a virtual company depend on IT to 
help them manage a network of people, knowl-
edge, financial, and physical resources provided by 
many business partners to take advantage of rap-
idly changing market opportunities.

• Building a Knowledge-Creating Company.
Lasting competitive advantage today can only 
come from the innovative use and management of 
organizational knowledge by knowledge-creating 
companies and learning organizations. Internet 
technologies are widely used in knowledge man-
agement systems to support the creation and dis-
semination of business knowledge and its 
integration into new products, services, and busi-
ness processes.

Key TermS and ConCepTS

These are the key terms and concepts of this chapter.

1. Agile company

2. Business process reengineering

3. Competitive forces

4. Competitive strategies

5. Create Switching costs

6. Customer value

7. Interenterprise information 
systems

8. Knowledge-creating company

9. Knowledge management 
system

10. Leverage investment in IT

11. Lock in customers and 
suppliers

12. Raise barriers to entry

13. Strategic information systems

14. Value chain

15. Virtual company

review Quiz

Match one of the key terms and concepts listed previously 
with one of the brief examples or definitions that follow. 
Try to find the best fit for answers that seem to fit more 
than one term or concept. Defend your choices.

 1. A business must deal with customers, suppli-
ers, competitors, new entrants, and substi-
tutes.

 2. Cost leadership, differentiation of products, 

and new product innovation are examples.

 3. Using investments in technology to keep 
firms out of an industry.

 4. Making it unattractive for a firm’s customers 
or suppliers to switch to its competitors.

 5. Time, money, and effort needed for custom-
ers or suppliers to change to a firm’s competi-
tors.
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36. Internet-like networks and Web sites inside a 
company.

37. Interorganizational Internet-like networks 
among trading partners.

38. Using the Internet, intranets, and extranets 
to empower internal business operations, e-
commerce, and enterprise collaboration.

39. Information systems that focus on opera-
tional and managerial applications in support 
of basic business functions such as account-
ing or marketing.

40. Data should be viewed the same way as any 
organizational resource that must be managed 

effectively to benefit all stakeholders in an or-
ganization.

41. A major challenge for business managers 
and professionals today in solving business 
problems.

42. Examples include messages, reports, forms, 
and graphic images, which may be provided 
by video displays, audio responses, paper 
products, and multimedia.

43. These include communications media and 
network infrastructure.

44. People who develop and operate information 
systems.

DiSCuSSion QueSTionS

1. How can information technology support a company’s 
business processes and decision making and give it a 
competitive advantage? Give examples to illustrate 
your answer.

2. How does the use of the Internet, intranets, and 
extranets by companies today support their busi-
ness processes and activities?

3. Refer to the Real World Case on Sew What? in the 
chapter. In the company’s early years, Megan 
Duckett lost a major contract because a prospective 
client said that without a Web site, her business 
“lacked credibility.” Does this hold true today for 
all businesses? Why or why not?

4. Why do big companies still fail in their use of 
information technology? What should they be do-
ing differently?

5. How can a manager demonstrate that he or she is a 
responsible end user of information systems? Give 
several examples.

6. Refer to the Real World Case on JetBlue and the 
VA in the chapter. How could a process be designed 
such that these domino effects can be avoided or to 
some extent controlled? Defend your proposal.

7. What are some of the toughest management chal-
lenges in developing IT solutions to solve business 
problems and meet new business opportunities?

8. Why are there so many conceptual classifications 
of information systems? Why are they typically in-
tegrated in the information systems found in the 
real world?

9. In what major ways have information systems in 
business changed during the last 40 years? What is 
one major change you think will happen in the 
next 10 years? Refer to Figure 1.4 to help you an-
swer.

10. Refer to the real world example of Hershey Foods 
in the chapter. Are the failure and success de-
scribed due to managerial or technological chal-
lenges? Explain.

analySiS exerCiSeS

Complete the following exercises as individual or group projects that apply chapter concepts to real world 
business situations.

1. Understanding the Information System
  The Library as an Information System

A library makes an excellent information systems 
model. It serves as a very large information storage 

facility with text, audio, and video data archives. 
Look up the definitions for each term listed below 
and briefly explain a library’s equivalents.
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