Chapter 12
Systems Development

(used to be chapters 3 and 12, cases from old 12)

The Federal Aviation Administration and 

The Department of Transportation [!! Photo]

At 9:45 a.m. on the morning of September 11, 2001, the Federal Aviation Administration closed the nation's airports and ordered all planes in the air to land.  As air traffic controllers struggled to understand the enormity of what was happening, the system was focused on tracking the four hijacked planes.  The FAA ordered airport closings in a series of stages during the 24 minutes after the second World Trade Center impact. During that period, at least several hundred more airliners, cargo planes and smaller aircraft continued to take off, at a time when no one knew if more hijackers were on board some of them.
 

During the confusing first hour of the September 11 emergency, Norman Mineta, Director of the Department of Transportation, had to cope with the unprecedented decision of whether to shut down all take-offs from the nation's airports.  This decision needed to be made to stop more planes that might have hijackers aboard from getting into the air. It was a decision with a big price tag. 

Airlines frequently complain about temporary shutdowns for weather or congestion, called "ground stops."  If planes aren't flying, the airlines aren't making money. The nation's 10 largest airlines alone spend close to $250 million a day.  A majority of those costs continue even if the planes are grounded. 

The FAA responded by closing airports completely or stopping take-offs in a series of stages.  It did not ban all take-offs across the country until 9:26 a.m., 24 minutes after the second impact at the World Trade Center.  Air traffic data for major airports suggest that several hundred additional planes entered the nation's airspace during the crisis before the nationwide shutdown. The total would be higher when take-offs from smaller airports are considered
. 


The hijacking of four airliners by terrorists planning to crash the planes was unprecedented, and officials say any assessment of government responses has to recognize that agencies had only a short time to deal with a staggering, multifaceted threat that nobody else in history had ever faced. Previous hijackings have been carried out by hijackers who wanted to land safely.  


The airline industry has no central reservations system for all airlines. There is no single database that can be used to search for the names of suspected terrorists.  Four private companies run reservations systems used by airlines and travel agents. The largest one, Sabre, handles 40 percent of the world's airline reservations. 

William Vincent, former FAA security director, indicated that the watch lists are "not a guarantee that they can keep these people off the planes."
 


Norman Mineta and Jane Garvey were heading the DOT and the FAA when these tragic events occurred and the airspace over the United States became an enormous no-fly zone. It took two days for the airliners to start moving again and four days to get the cargo and other flights back in the air
. 

Timeline of Events 

7:45 a.m. American Airlines Flight 11 leaves Boston for Los Angeles. 

7:58 United Airlines Flight 175 leaves Boston for Los Angeles. 

8:01 United Airlines Flight 93 leaves Newark for San Francisco. 

8:10 American Airlines Flight 77 leaves Washington for Los Angeles. 

8:20 Air traffic controllers in New England suspect Flight 11 has been hijacked. 

8:40 FAA notifies NEADS (Northeast Air Defense Sector) of NORAD, the military's civil defense system, about Flight 11. 8:43 FAA notifies NEADS about Flight 175. 8:46 American Airlines Flight 11 hits the World Trade Center's north tower. Two F-15 fighter jets from Otis Air National Guard Base on Cape Cod, 153 miles from New York City, are ordered to go to New York. 

8:52 F-15s become airborne. 8:55 Flight 77 stops flying west and turns east. 

8:56 Air traffic controllers in Indianapolis lose radar contact with Flight 77. 

9:02 United Flight 175 hits the World Trade Center's south tower. 

9:03 Boston Air Route Traffic Control Center halts traffic from its airports to all New York area airspace. 

9:05 Flight 77 appears as an unidentified blip on radar over West Virginia. 

9:06 Order is expanded to include the entire Northeast from Washington to Cleveland. FAA's air traffic control center outside Washington notifies all air traffic facilities nationwide of the suspected hijacking of Flight 11. 

9:08 FAA orders all aircraft to leave New York area airspace and orders all New York-bound planes nationwide to stay on the ground. 

9:17 New York City airports shut down. 9:24 FAA notifies NEADS about Flight 77. 9:24 Two F-16 fighter jets from Langley Air Force Base in Hampton, Va., ordered to take off for Washington. 

9:26 FAA halts takeoffs nationwide. Airborne international flights told to land in Canada. 

9:30 Two F-16s take off from Langley AFB. 

9:37 Flight 77 hits the Pentagon. 

9:45 FAA orders all planes in the air to land at the nearest airport. 

9:48 Capitol and West Wing of White House evacuated. 

10:03 United Flight 93 crashes 80 miles southeast of Pittsburgh. 

10:15 2,000 planes have landed in the U.S. since 9:45 order was issued. 

12:16 All aircraft ordered to land at 9:45 have landed
. 


Casestc \l1 "Cases: Government Agencies and the Control of Aviation

Governmental control over aviation began in 1911, when the state of Connecticut instituted regulations governing the flights of planes. Although the federal government played an early role through the Department of Defense, control over civilian flights was not formalized until the creation of the Civil Aeronautics Board (CAB) in 1944 as a division of the Department of Commerce.  The Federal Aviation Administration (FAA) was chartered in 1958 and the CAB was merged into the new agency. In 1966, the FAA (and CAB) was made part of the Department of Transportation. The Airline Deregulation Act of 1978 effectively dismantled most functions of the CAB.

The FAA is charged with controlling civilian and military uses of U.S. airspace. The FAA is also responsible for modernizing the airways, installing radar, and training air traffic controllers. Probably their best-known function is the control they exercise over commercial flights and routes to maintain safety and efficiency. With 50,000 flights a day among 300 major airports, the FAA has a huge task.

Despite the complications of size, weather, and delays, the airline industry has suffered relatively few disasters. The current accident rate is about one passenger fatality per 100 million passenger miles—far less than the accident rate caused by automobile traffic. Of the accidents that do arise, about half are typically attributed to human error, with one-third of those being caused by pilot error.

There are several other governmental agencies involved in aviation. The National Weather Service produces up-to-the-minute weather forecasts. The Federal Communication Commission allocates radio frequencies and rules. The National Ocean Survey creates the maps and charts used for navigation. The National Aeronautics and Space Administration supports aviation research. International flights are governed by the UN-sponsored International Civil Aviation Organization formed in 1944 and moved under the aegis of the United Nations in 1947.

The FAA has a computer system to help it control the thousands of daily flights. However, the system was created in the early 1960s. It has been patched and upgraded, but most of the hardware and software are based on decades-old technology. On several occasions, the FAA attempted to upgrade the facilities, but complications have forced the agency back to the old technology.

Casestc \l1 "Cases: Government Agencies

Most U.S. citizens know the overall structure of the federal government: the president, Congress, and the Supreme Court. These groups are responsible for creating and interpreting the laws to govern the nation. What many people do not realize is that both the president and Congress are supported by a huge set of government agencies. These organizations form a bureaucracy that is ultimately responsible for carrying out the laws. 

Governmental agencies have several unique problems. The most important one is that funding is subject to changes in the political climate. With each election, an agency runs the risk of having to change direction, cancel projects, or provide support for new tasks.

On the other hand, from an economic perspective, most government agencies are not subject to economic pressures. Consequently, they have not been faced with the same incentives to economize and minimize costs that have faced businesses.

Another critical feature of most government agencies is that they tend to serve large numbers of people, especially at the federal level. These large organizations collect huge amounts of data. Even today, much of this governmental information is stored on paper.

Most governmental agencies have dealt with the size issue by maintaining large staffs, and combining decentralized management with centralized controls. Traditionally, government organizations have paid lower salaries than commercial businesses. Although the salaries are supplemented with benefits and job security, governmental agencies often face high turnover rates and changes in personnel. To compensate for these problems, the agencies rely heavily on procedures. These rules seek to predict and then direct what to do in circumstances that may arise.  As new situations and decisions present themselves, new rules are created. Given these challenges, there is no surprise that most people perceive government agencies as large bureaucracies, filled with endless forms and strange rules.

There are many obvious uses for computers in government agencies. During a few minutes of observation, anyone can generate ideas that could improve agency performance, making life easier for the workers and citizens. However, the real challenges have always come in creating and implementing these ideas.

Although there are many success stories regarding computer implementation within government agencies, there are also some costly failures. The Federal Aviation Administration and the Internal Revenue Service cases present some of the difficulties that have arisen.

Be careful when you read these cases. Do not simply blame the problems on “typical government mismanagement.” Many of these problems also exist within businesses. Always remember that the challenge is to search for and implement answers and methods that will overcome the obstacles and complications.

Financial Analysis

The federal government employs 2.25 percent of the U.S. workforce.  Annually, it spends over $1.5 trillion. In the first half of the 1990s, government revenues increased by 16.6 percent and expenditures by 10 percent. Unfortunately, on an average, expenditures were ranging 16 to 23 percent over revenues, pushing the federal deficit to a little over 2 percent of the Gross Domestic Product; this was a 28 percent increase in the first half of the decade.  The situation is not as bleak as it sounds. The European Community, in comparison, maintains on average a deficit of almost 5 percent of its Gross Domestic Product.

 Other financial points of interest are:

· The U.S. economy has been growing at a general rate of 3 percent.

· Government expenditures will be 21 percent higher by 2002, growing at a rate that is slightly faster than the projected rate of inflation.

· The public is pushing the government to lower taxes.

· Medicare’s trust fund is facing bankruptcy in just four years.

· By the year 2029, Social Security will exhaust its surplus and taxes will cover only 75 percent of the promised benefits. To ensure solvency for the next 75 years, Congress will have to act by either increasing the 12.4 percent payroll tax, cutting benefits, or both. 

Potential / Prospective for Growth

If the government wants to continue operating, it must be funded; so a certain amount of its growth is dependent on taxes. The amount of taxes that are raised is dependent on the economy. A report released by the Labor Department in early January 1997 shows that the economy was steadily growing at that time. Unemployment rates were at a low of 5.3 percent. There was a 6 percent gain in average hourly earnings to $12.05. On average, weekly earnings increased 1.4 percent to $419.34. The average workweek for service, production, and manufacturing jobs rose 0.3 hours. 

In contrast, the actual size of government is shrinking. The number of elected officials remains constant but the rest of the federal government is downsizing. Federal government employment peaked in 1990 and since has fallen by over 300,000 jobs. A review of employment figures shows that, in 1996, private sector jobs grew by almost 2.5 percent while federal government jobs fell by 0.05 percent. 

 Competitive Structure

Although an all-time low voter turnout might indicate a disgruntled attitude by the U.S. population, the U.S. federal government has no fear of being replaced.  By definition, it has no competition. However, in the area of investments, the government competes for dollars against the private sector. Among the major developed countries of world, the United States and its citizens have one of the lowest rates of gross savings, so the competition for investment dollars is strong. 

The other type of competition the government faces is within. The two major political parties are constantly competing for electoral votes and the ability to control government. The 1990s have seen reemergence of independent and third-party movements.  However, they have been limited in impact. 

Role of Research and Development

The government is heavily involved in research, particularly in military preparedness and health care. This section will focus only on research and development in the area of technology. One agency at the Congress’s disposal is the Office of Technology Assessment. This agency was founded in 1972 and its primary task is to identify the effects of technology on society.

The Information Technology Management Reform Act of 1996 also promotes technological research. Through the Information Technology Acquisition Pilot Program, the Administrator of the Federal Procurement Policy (FPP) is authorized to “conduct pilot programs to test alternative approaches for the acquisition of information technology.” The pilot programs are initiated to enable the government to try new technologies in smaller more focused areas.  Program parameters include:

· Each pilot program is limited to five years.

· Each agency conducting a pilot program must establish measurable criteria for evaluation.

· The FPP administrator must submit to Congress a detailed test plan before implementation.

· Each program’s findings must be reported to the director of the Office of Management and Budgets (OMB) and to Congress.

· The OMD director will submit to Congress recommendations for legislation if the pilot program results show this type of action is needed.

· The FFP administrator can authorize a pilot program in which a private contractor “provides the federal government with an information technology alternative process.” 

Technology Investment and Analysis

On July 16, 1996, the President Clinton issued an executive order on federal information technology (Executive Order 13011). It begins as follows:

A Government that works better and costs less requires efficient and effective information systems. The Paperwork Reduction Act of 1995 and the Information Technology Management Reform Act of 1996 provide the opportunity to improve significantly the way the Federal Government acquires and manages information technology.

According to their web page, the White House was focused on “reinventing government.”  Their solution involved information systems. Each agency was to have a chief information officer who designed, developed, and implemented information systems. The CIO’s goal was “to use information technology to improve the productivity of federal programs and to promote a coordinated, secure, and shared government wide infrastructure that is provided and supported by a diversity of private sector suppliers and a well-trained corps of information technology professionals” (Executive Order 13011). These systems were supposed to pay for themselves through the savings they generated.  The systems were viewed as an important step to streamline and downsize government.

President Bush extended this initiative by issuing Executive Orders 13092 and 13113.  His goal was to reinforce the High-Performance Computing Act of 1991 (Public Law 102-194), as amended by the Next Generation Internet Research Act of 1998 (Public Law 105-305), and to extend the life of the President's Information Technology Advisory Committee.


According to President Bush, “Science and technology have never been more essential to the defense of the nation and the health of our economy.”
 

Recommendation for the Future

The U.S. federal government must find ways to promote a higher savings rate in the country. Although foreign direct investment is high, an increase in the U.S. savings rate might lower the cost of capital. This would encourage economic growth, increasing tax revenues. In addition, the government must find ways to cut costs to further reduce the deficit. Costly programs like Social Security and Medicare should continue to be evaluated and restructured. 

Federal Aviation Administration (FAA)

The FAA is charged with overseeing all public (nonmilitary) flight operations in the United States related to safety and access to the air. They establish safety criteria, issue licenses for pilots, and create air worthiness certificates for planes. They also operate the air traffic control system throughout the United States. Funding for the agency is generated through user fees and taxes on aircraft fuel, tires, and airline tickets. The FAA is an executive agency which operates under the budgetary control of the President.  Appropriates and organizational structure for the agency are approved by the Congress.

The increase in air traffic in the United States has made air traffic control a complex issue.  In 1990, 455 million passengers a year were flying on U.S. airlines.  In 1994, the 300 major airports generated 50,000 flights a day.  The air traffic control component of the FAA is responsible for scheduling the takeoffs, landings, and flight paths for all these flights. By 1990, 455 million passengers a year were flying on U.S. airlines.

Traffic control is organized into three levels: nationwide U.S. airspace, 20 regional air traffic centers, and individual airports. Air traffic control operators at each airport have immediate control over takeoffs and landings. Regional operators watch traffic within their defined airspace. They “hand off” planes as they fly across the country into the next airspace.  Systemwide control is provided by the Central Flow facilities located in Washington, D.C. The Central Flow managers examine traffic across the entire United States and resolve conflicts and problems that arise among regions. The 40 traffic management specialists plan each day in advance, devising alternative routings for aircraft that may be needed because of problems arising from snowstorms, accidents, and closed runways.

Early Systems

The early traffic control system was built with hardware and software from Sperry-Rand/Univac, a computer company that was purchased in the mid-1980s by Burroughs, and now named Unisys. The airport-based traffic control computers were based on 256K bytes of main memory and performed 500,000 instructions per second. The original systems were installed in the early 1960s. The 20 regional centers had their own computers—IBM 9020 machines that were custom made for the FAA in the 1960s.

Improvements

In 1981, the FAA was given approval to upgrade to a comprehensively new computer system. New airports, such as Dallas-Fort Worth and the deregulation of the airline industry in 1978 led to huge increases in air traffic. The $12 billion plan called for replacement of 12 major systems over the course of 12 years. An additional 80 smaller projects were included in the plan.

By 1990, only 1 of the 12 systems had been replaced and the project was $15 billion over the original budget.  The one project that was completed was known as Host, because it called for replacement of the mainframe computers at the 20 regional control centers. IBM installed its 3083 mainframes on schedule but was $16 million over budget.  The 3083s were technologically obsolete at the time they were installed because the newer IBM 3090-class machines had already replaced them over a year before.  

The FAA has been criticized for a lack of oversight and control in developing new systems. In 1980, the Senate Appropriations committee noted that “The FAA has no ongoing, well‑defined, and systematic management approach to evaluating software and operational cost, capacity, and performance of the current system to meet projected short‑range workloads.”

The General Accounting Office (GAO), the watchdog of Congress, echoed that sentiment several times later.

Advanced Automation System

One of the more visible components of the plan to refurbish the system is the Advanced Automation System (AAS).  It was designed to provide updated tracking displays for the controllers. It was supposed to be completed by 1990, but at that time was delayed until 1993. The system was designed to use IBM RS-6000 computers to display flight information, schedules, and current location along with weather fronts. The color systems were to have higher resolution, be easier to read, and carry more information.

In 1994, an internal study of the AAS showed that the project was still two years behind schedule and probably would fall back another two years before completion. Up until that time, the project had cost $2.3 billion.  It was estimated to eventually cost about $7 billion. David Hinson, FAA administrator, announced that he was replacing top managers on the project, dropping portions of uncompleted work, and demanding performance guarantees from the contractors.  The Area Control Computer Complex was cancelled at this time.  It was designed to interconnect the host computers at the airport with those at the regional levels.

Ongoing Problems

Air traffic controllers have been reporting problems with existing systems for years:

· In 1992, West Coast air traffic was delayed for several hours. An IBM 3083 at the regional station crashed. In the process, it removed the identification labels from the radar screens of controllers from Oregon to Los Angeles. The controllers switched to an older backup system but had to increase plane separation from the typical 3 miles to up to 20 miles. Pilots and controllers used radio communication and manually filed flight plans to compensate for this loss. Ron Wilson, a spokesman for the San Francisco airport, noted that although there were frequent disruptions, “The FAA computer failures generally don’t last long, just long enough to screw things up.”

· In Oakland, California, the controller screens fail an average of three times a month.  When this happens, the controllers have only a few seconds to memorize the position, speed, course, altitude, and destination of the 12 planes they are typically directing. Then their screens go blank for at least 10 seconds. Sometimes when the screens come back online, they are missing critical data.

· Joel Willemssen, assistant director of the U.S. GAO’s Information Management and Technology Division, reported that 70 percent of the 63 largest airports in the United States have experienced problems with blank or flickering computer screens. John Mazor, a spokesman for the Airline Pilots Association, notes the problems cause “delays, diversions, and—in the worst possible cases—accidents. It’s not as dangerous as you might think, but it’s not something you want to have happen to you.”

· The Los Angeles basin region consists of 21 airports handling 6.5 million flights a year. The GAO notes that the FAA computers in the region have repeatedly suffered from the loss of critical data and slow responses because of the overload.

Technological Investment and Analysis

According to a Government Computer News article in August 1995, “The Federal Aviation Administration will spend $65 million on Band-Aids...” In contrast to this article, the FAA has had big plans to overhaul its air traffic control system. Its largest project so far has been the Advanced Automation System (AAS).  The AAS is the FAA’s air traffic modernization project that ideally would address all air traffic control difficulties from the enroute segment to the digital tower control. 

The first stage of AAS was scheduled to roll out in 1996, but the project remains three years behind schedule and over budget.  AAS is being designed to integrate all air traffic control data into a single workstation for the controllers. Currently air traffic controllers are using a cumbersome combination of manual and automated plane and weather tracking systems.

Because the AAS is so far delayed, the FAA has not been able to roll out new technology fast enough to prevent and resolve breakdowns. Air traffic controllers are operating on IBM 9020E machines to process radar data from the aircraft. These machines, as well as most of the other air traffic systems, are more than 30 years old. Several of the FAA’s machines are run on vacuum tubes and punch cards.

Even though the controllers are well-trained on these systems, many risks are still connected to these outdated systems.  As the volume continues to increase, system failure becomes an even more important concern. The FAA has faced serious outages in major markets with these machines. These outages often occur when the Display Channel Complex (DCC)—the center’s mainframe computer that processes data into images displayed on a screen—shuts down. An outage can occur when any of the systems in the long line of processors malfunctions.

According to the FAA, however, outages simply cause the controllers to depend on backup systems and safety is never an issue.  However, the outages do cause long flight delays as well as air traffic difficulties. The longer these systems are in use, the more frequently the outages occur and the longer it takes to get them repaired. 

The FAA is charged with a second technology issue, airport and aircraft security.  Due to restrictive planning and panic, implementation of airport security processes have proven to be costly and inefficient. Following the explosion of Pan Am Flight 103 in 1988, the industry was in a hurry to enhance airport security. The result was many different independent systems created haphazardly by the airports. These included features such as electronic screening of passengers and crew, secured doors with electronic ID card readers, video monitoring, and various computer systems to track employee security clearances. Because these functions were independently generated, most of the systems (hardware and software) were incompatible with one another.

The sense of urgency following the destruction of Pan Am 103 did not allow the FAA to run pilot programs to test cost effectiveness. Maintaining these expensive systems, which many experts think are not even performing effectively, continues to be incredibly cumbersome and costly.  These cost concerns continue to be a major issue for the FAA given continuous financial difficulties and delays in advancing any of their technology.  The requirements of the position force them to upgrade and maintain their current systems in parallel to the new ones they are developing and implenting. 

The FAA does have a plan to deal with risk management
.  The Agency is developing a sophisticated risk management plan using Akela’s Security Analysis Support System (Sassy). This software applies customized parameters to fit a particular organization. It is used in other federal government agencies. Akela is involved in compiling information based on area expertise and knowledge to help the FAA assess risk areas in all types of security operations. The software is to help with the development of new strategies, the evaluation of possible options, and the  simulation of potential threats.  The goal is to use the Akela software to identify risks and formulate plans to address the risks in a timely and cost-effective manner.

Several key systems are critical in the transmission of information from the aircraft to controllers on the ground.

Aircraft Monitoring System (ACMS)

The function of ACMS is to compile all the data from the various sensors on the aircraft and transmit them to the captain. ACMS reads present conditions and provides historical data to the captain. The captain can use the historical data to measure relative measurements and spot trends. The monitor is extremely sensitive and can detect engine vibrations that are undetectable to humans. The information that is collected about the aircraft and the flight can be interfaced with the systems in place at the ground stations.  The parallel ground system is named ACARS.

Aircraft Communication Addressing and Reporting System (ACARS)

The ACARS system was introduced to cut down on the use of spoken radio messages to transmit information to the ground. It was thought that if the flight crew could save time by transmitting data to the ground rather than conveying it by voice to the air traffic controllers, they would be better able to concentrate on flying the plane. ACARS directly interfaces with ACMS and sends and receives messages directly to and from the pilot. The pilot punches his message, such as flight plans, in an alphanumeric keypad or touch screen.  This message is then relayed to the ground. The tie between ACMS and ACARS is very important, yet there is still another system that connects to the airlines—ARINC.

Aeronautical Radio, Inc. (ARINC)

ARINC is a system commonly owned by all the domestic airlines.  It enables the airplanes to keep in touch with one another.  Since all airlines use the ACARS system, ARINC interfaces with this system and transmits messages from the individual ACARS Management Unit on each plane through VHF (radio waves) or satellite to ARINC headquarters. From there, the message is received by ARINC’s Datalink Service Processor. The processor processes and controls the message on the ground. ARINC then searches for which antenna offers the best reception and the communication process begins. This entire system operates much like a Local Area Network.

If United Airlines wants to send a message to any plane on the ground or in the air, it can enter its message through its ACARS system. The message then goes through the United Airlines host system. It is then transmitted to the ARINC headquarters and ARINC can locate the plane, wherever it is, and send the message to the appropriate ground station. All information must be formatted for ground-to-air transmittal since ARINC must transmit through radio or satellite. The marriage of these systems gives pilots and controllers quick access to almost any flight data that is available.

The conversion to a completely new system must be done in a way that permits real-time operation. Shutdowns of the air traffic control system are not an option, so there must be a system in place to do the controlling while the switchover is made.

The importance of keeping these systems running cannot be underestimated. When an IBM 9020E shuts down, controllers are able to see their air space sectors.  However, they are not able to automatically transfer aircraft to other controllers in control of other air sectors. These transfers must be made manually. The controllers have to write the information down on a piece of paper and hand it to another controller.

Technological Innovations

Network

The FAA replaced its mainframe-based system for acquisition management with a distributed architecture. The old system ran on 1980s-era minicomputers at 12 centers nationwide and processed more than 200,000 purchases per year. It was not updated for more than three years and was not year 2000 ready. Mounting problems in the old system led many FAA officials to revert to paper to track agency purchases. 

The new system is called Acquire. It uses Oracle Corporation's Alert software and the Discoverer/2000 querying tool. The FAA must also use Oracle Federal Purchasing software to get Acquire to run on a network that links headquarters to regional offices and field centers.

Telecommunications

The FAA is preparing a communications system overhaul aimed at readying the agency's infrastructure to meet the needs of the 21st century. The FAA Integrated Communications Systems for the 21st century (FICS-21) program is projected to cost an estimated $2.75 billion. 

FICS-21 will provide ground-to-ground transmission switching and network management control for voice, data, and video communications. The new initiative will replace at least 11 major programs, including FAA-owned and leased networks. FAA FICS-21 program manager Jeff Yarnell says it is a good time to rebuild the FAA's telecommunications infrastructure because many telecommunications contracts will expired at the turn of the century.

Recommendation for the Future

The goal of the FAA is to move all of  its operations to a digital system. The air traffic control community is hoping to use and expand the capabilities of ACARS. Another system currently in place is the Automated Terminal Information System (ATIS). All pilots must listen to the ATIS broadcast before taking off or landing. The broadcast is a tape that tells the pilot the wind direction and speed, visibility, runways in use, and other information that impacts the airport operations. 

This broadcast was originally on an audio loop tape that the pilot would listen to prior to take off and landing. Just before landing, however, is a busy time in the cockpit and listening to the ATIS can be very distracting to a pilot. By moving the information to a digital format, the pilot can download it into the ACARS system and then listen and review it when there is more time to concentrate on it. 

Expanding the role of ACARS is one of the many stepping stones to the future for the FAA. Due to the new acquisition plan, the FAA has many contracts set for new technologies. The following are some of the high-priced contracts/projects in which the FAA currently is involved.

Global Positioning System (GPS)

GPS is a satellite-based navigation system that was developed by the Pentagon and previously available for use only in connection with military air travel. GPS allows pilots to navigate based on satellite signals instead of radar signals. It allows real-time flight planning for pilots. As more satellite technology becomes available, the integration of air traffic as well as weather information and other data communication will become a necessary technological step.  Four dimensional GPS readings, longitude, latitude, altitude and time, enable an aircraft to come within 50 feet of any given target. Encryption technology is currently in place to protect security in the transmission of the satellite messages.

Standard Terminal Automation Replacement System (STARS)

“STARS is the next big step in the FAA’s comprehensive effort to upgrade air traffic control facilities across the nation.  The new system will provide the platform for improvements to handle the ever-growing volume of air traffic safely and efficiently well into the 21st century,” said FAA administrator David R. Hinson. STARS will standardize all air traffic control equipment at the 172 FAA facilities as well as the 199 Department of Defense facilities. STARS will supply new hardware and software to these facilities. The program will be a complete replacement for the aging systems currently in use. 

The most important feature of the STARS system will be the ability to display transmissions.  The Automated Radar Terminal System (ARTS) that is currently in place was developed in the 1970s and 1980s. The FAA believes that interim programs are limited in their ability to extend the ARTS life in the short term.  It is generally accepted that this system does not have the capabilities to take air traffic into the next century.  ARTS software contains various versions and languages that are very labor intensive as well as expensive to support. 

The STARS program includes a commercial standard system that the FAA believes will be much cheaper and easier to maintain. A key feature is the ability to extend advance the capacity of the system without reengineering the basic architecture. By building on commercially available hardware and software, the development time for the software will be reduced significantly.  The resulting maintenance costs will also be lower than those associated with the current ARTS system.

Computed Tomography Detection System (InVision CTX5000SP) 

This new technology is designed to detect explosives in checked baggage. Current technology was designed to identify objects such as guns or knives that people seek to bring on a plane and that are obviously threatening. Currently, checked baggage is rarely scanned. CTX5000SP is an automated x-ray system that applies and extends CAT scanning technology from the medical field. CTX5000SP first does a prescan of the object and points out areas of interest. It then couples slices from the identified area with random slices to develop a three-dimensional view of the slices.  The tool can also display a full three-dimensional image. The console fits the slices together, and alerts the operator if it identifies suspicious devices.  The location of the suspicion object is identified and highlighted in red. CTX5000SP was created in response to the crash of TWA Flight 800.  The FAA awarded the contract for this device to InVision Technologies for $52.2 million. InVision has been contraced to supply from 54 to 100 explosive detection systems. 

Wide Area Augmentation System (WAAS)

The Wide Area Augmentation System is used in conjunction with GPS. Using a network of 36 ground stations to “distill” satellite GPS signals, WAAS will allow commercial aircraft to pinpoint a location within seven meters. With the use of WAAS/GPS, the FAA hopes it can close many of its ground control centers and allow pilots to fly more direct routes.  Consolidated, these tools are projected to lead to the concept of Free Flight.

Free Flight

Free flight is a consolidated goal toward which the FAA is working. Free flight would enable pilots to control their own navigation procedures. The pilot would use the WAAS and GPS systems for navigational purposes and choose their own routes, speed, and altitude. Ground support will be held to a minimum and would be most important when flights are in congested airport areas, they approach restricted air space, or when safety is at stake.

Two principles that drive the free flight plan are the protected and the alert airspace zones. The sizes of these zones are determined based on aircraft speed, performance characteristics, communications, navigation, and surveillance equipment. The protected zone is the zone closest to the aircraft. No aircraft should overlap the protected zone of another aircraft. The alert zone is one that extends far beyond an aircraft’s protected zone. The distance between planes will be monitored closely.  If a plane touches another plane’s protected zone, the pilots and the air traffic controllers will determine the course corrections that are needed. Under the free flight system, interference will be minimized until the alert zones collide.

Questions

1. What is the strategic direction of the Federal Aviation Administration?

2. What has been the catalyst for change at the Federal Aviation Administration?

3. With what technological changes has the FAA been forced to accommodate?

4. What has caused a focus on change in the use of technology at the FAA?

5. How has this technological change been implemented?

6. How successful has the technological change been?

7. Does the agency have the financial ability to embark on a major technological program of advancement?

8. How does the agency’s representation of itself on its Web page compare to what is actually being done by the FAA?
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The Internal Revenue Service (IRS)

Counting both personal and business returns, the IRS processes more than 200 million tax returns a year.  Many of the returns are simple one-page forms; others run to thousands of pages of supporting documents. Overall, the service handles more than 1 billion information documents a year. The IRS processes more than $1 trillion in tax revenue a year. The IRS has 10 regional service centers that are responsible for processing and storing individual forms. In 1989, it cost the IRS $34 million just to store the paper documents.

Until 1990, all documents at the IRS were stored as paper records in a central warehouse. Documents were organized according to the year of filing. As a result, if a taxpayer had a problem or question that covered multiple years, the citizen had to schedule multiple meetings with IRS officials to correct problems for each of the years. In some cases, it could take weeks or months just to get the files. Occasionally, the IRS found it was faster to ask the taxpayer for a copy of the return. By the early 1990s, this problem was resolved by having each of the 10 service centers store digital images of the tax returns, making them available to agents on their terminals. While a step in the right direction, this approach did not give the IRS the flexibility it would receive from the ability to scan the returns directly into a computerized information system.

Automation sometimes causes problems in addition to solving them.  Such was the case of Dickie Ann Conn. The IRS determined that she owed $67,714 in back taxes.  She was sent a bill for more than $1 billion in interest and penalties. On challenge, the IRS admitted that there was an error in the interest computation.

A History of Automation Problems

The IRS seems like a logical candidate for improved automation. The benefits of faster processing, fewer mistakes, and easier access to data ought to save a considerable amount of money. The computer’s ability to search the data, automatically match transactions, and analyze each return presents several additional opportunities that can either cut costs or raise additional revenue. Managers at the IRS are fully aware of the potential, and they have proposed several systems over the years. The problem has been in implementation of the plans and in getting Congress to financially support the changes.

In the late 1960s, the IRS knew it needed to redesign its basic systems.  In response, it began to plan for a system to be installed in the 1970s. The IRS did not get the needed support in Congress because of fears that it would be too expensive and too invasive into individual security and taxpayer privacy.  As a result of this lack of support, the IRS turned its attention toward keeping its existing computers running.

In 1982, the existing system was nearing capacity and the IRS established the Tax System Redesign program. It promised a complete redesign of the system.  According to the GAO, changes in management resulted in the system never getting past the design stage. A new assistant commissioner in 1982 embarked on the design of a new system that promised to carry the IRS through the 1990s. Initial costs were estimated at $3 to $5 billion over the entire project. The primary objective was to replace the old central tape-based system with an online database. Eventually, optical technology would be used to scan the original documents and store the data in the database. A new communication system would carry the data to any agent’s workstation. By 1989, initial planning had already cost the IRS more than $70 million, with no concrete proposal or results.

The main computer systems were replaced at the IRS service centers in 1985. The change in the systems was almost disastrous for the IRS.  It delayed returns processing and led to delays in refunds that cost the IRS millions of dollars in interest payments.  IRS employees worked overtime but still could not keep up. Rumors were flying that some employees were dumping returns to cut down their backlog. Because of the delays and backlogs, the IRS managed to audit only about half the usual number of returns on which it conducted audits.

In 1986, the IRS initiated a plan to provide 18,000 laptop computers to enable its field auditors to be more productive with its Automated Examination System (AES). Unfortunately, the service bought the Zenith laptops a full year before the software was ready. The system was written in Pascal and was delivered to agents in July 1986.  It was designed to examine Form 1040 returns.  The biggest drawback was that it used 18 different diskettes.  This required agents to be constantly swapping disks.  Based upon the privatization directives from the Reagan administration, the system was subcontracted to outside developers. As IRS funding was cut, programmers with experience in Pascal were cut.  This led the system to be rewritten in C.

A survey in 1988 revealed that 77 percent of the agents were dissatisfied with the software.  Only 33 percent said that they used it.  By 1989, the IRS revised the software and managed to reduce it to eight disks.  By this time, the AES project was more than six years behind schedule, and, according to the GAO, was $800 million over the original budget. The IRS originally anticipated that the AES would produce $16.2 billion in additional revenue over nine years by making agents more productive. The GAO disputed those numbers, noting that “The IRS has been unable to verify that the use of laptops has actually resulted in the examination of additional returns or increased tax revenues.”

In 1990, the White House cut the funding for the program from $110 million to $20 million.

Tax System Modernization

By 1989, the IRS knew that it desperately needed to redesign its entire system for collecting taxes and processing information. In hearings before Congress, Senator David Pryor (D-Ark.) noted that the 1960s-era IRS computers were headed for a “train wreck” in the mid-1990s. The GAO estimated the total project would cost between $3 and $4 billion. The projected date for implementation slipped from 1995 to 1998.

The overall design for the Tax System Modernization Program (TSM) called  for a centralized on-line database, smaller departmental systems containing local information, and linkage through a nationwide network.  Tax return data would be entered through a combination of electronic filing and optical scanners.

By 1991, the estimated cost of the plan had expanded to $8 billion. Although the IRS projected that the system would cut $6 billion in costs, the plan was rapidly attacked by members of Congress. Three studies of the TSM plan by the GAO were released in early 1991:

· The GAO was concerned that optical technology was not sufficiently advanced to perform the tasks demanded by the IRS. The GAO urged greater emphasis on electronic filing.

· The GAO was concerned that management issues such as transition planning, progress measurement, and accountability were not sufficiently addressed by the plan.

· The GAO and Sen. John Glenn (D-Ohio) voiced concerns about data security and integrity.

GAO official Howard Rhile noted, “This is a serious omission in view of the fact that the IRS intends to allow public access . . . to some of its systems and because concerns over the security of taxpayer information helped doom the first [IRS] modernization effort in the late 1970s.”

Despite these misgivings, the IRS was committed to the TSM plan. Fred Goldberg, IRS commissioner, agreed with the GAO findings but observed that

We have been running our business essentially the same way, using essentially the same computer and telecommunications systems design for 25 years. [Existing systems] will perform well and achieve incremental improvements for the next few years . . . Our best judgment is that [OCR] technology will be there when we need it, by the end of the decade.

By 1992, the situation grew worse. Shirley Peterson, the new commissioner of  the internal revenue, stated at a Congressional hearing that

Our systems are so antiquated that we cannot adequately serve the public. The potential for breakdown during the filing season greatly exceeds acceptable business risk . . . Some components of these computers are so old and brittle that they literally crumble when removed for maintenance.

In December, 1991, the IRS awarded a 12-year, $300-million contract to TRW to help manage the process and provide planning and system integration services.

The recommended system was ambitious.  It called for 60 major projects, two dozen major purchases, 20 million lines of new software, and 308 people just to manage the purchasing process.  Despite the best efforts of the administrators, elements of the IRS modernization plan were stalled because of purchasing difficulties. In July 1991, the IRS awarded a billion-dollar Treasury Multiuser Acquisition Contract (TMAC) to AT&T. The goal was to standardize purchasing for the IRS and the Treasury Department by routing all purchases through one vendor. The contract was challenged by other vendors and overturned. The contract was re-bid and AT&T won the second time. IBM (one of the original protesters) again objected to the process, noting that the IBM bid of $708 million was less than the $1.4 billion bid by AT&T.

In 1993, the IRS acknowledged that the TSM Design Master Plan needed to be rewritten. In particular, it had to focus on business aspects instead of technology elements. To better coordinate technical planning with IRS needs, the agency established a research and development center funded by $78.5 million of federal money but run by the private sector. The center was responsible for providing technical assistance and strategic planning for the TSM. The IRS also established a high-level “architect office” to evaluate technologies and direct their proposed uses.

Throughout calendar year 1992, the IRS spent $800 million on TSM. In 1993, new IRS estimates indicated that TSM would cost $7.8 billion above the $15.5 billion needed to keep existing systems running.  The new system was projected to generate $12.6 billion in total benefits by 2008 through reduced costs, increased collections, and interest savings. Additionally, the improved processes was supposed to save taxpayers $5.4 billion and cut 1 billion hours from the collective time they needed to spend with the IRS.

In 1996, the IRS asked Congress for a $1.03 billion appropriation.  This was a a substantial increase over the $622 million it spent on automation in 1995.  Hazel Edwards from the General Accounting Office noted, “After eight years and an investment of almost $2 billion, the IRS’s progress toward its vision has been minimal.”

IRS Commissioner Margaret Milner Richardson denied the GAO claims.  She noted, “I think we have made significant progress, not minimal progress . . . but we do know we can and must do more.”

The IRS situation represented a dilemma for Congress. The IRS claims that the only way to make a system that works is to spend more money.  The GAO has set forth that it is impossible to complete the entire project envisioned by the IRS. The GAO believes the IRS should, instead, concentrate on smaller, more focused projects that can be completed in one to two year timeframe.

Electronic Filing

The IRS introduced electronic filing in 1986, when 25,000 forms were filed electronically. By 1990, 4.2 million people filed for tax refunds electronically. In 1992, the number increased to 10 million filers.

The primary target for electronic filing is the millions of individual taxpayers who are slated to receive refunds. To control the process and ensure that documents are properly filed, electronic filing is only available through authorized tax preparers. The IRS is deliberately avoiding providing access to individual taxpayers. As a result, taxpayers who use the system pay an additional charge to the preparer. However, the electronic filing system provides refunds within a couple of weeks.

Forms that have been electronically filed cost the IRS one-tenth the processing cost of paper forms.  This approach also eliminates the cost of paper storage. The IRS notes that it is able to store 800,000 returns on one side of a 12-inch optical disk.

For taxpayers with easy returns, the IRS is simplifying the process even further.  Short forms can now be filed over the telephone.  in a 1992 pilot, 117,000 Ohio taxpayers filed for refunds using Touch-Tone phone calls. The system was expanded nationwide in 1994.  The Touch-Tone system can only be used by taxpayers who are able to use the 1040EZ form. A replacement form (1040-TEL) must still be signed and filed with the IRS, along with the W-2 (withholding) statements.

Automated Under-Reporter (AUR)

The Automated Under-Reporter (AUR) is another component of the TMS. The AUR is a system designed to monitor returns and identify people who are most likely to under-pay their taxes. The system was first installed in 1992 at the Ogden, Utah regional center. The system pulls data from the service center’s Unisys 1180 mainframe.  The data is downloaded across a local area network to a Sequent Computer System S-81 minicomputer.  From there the information is sent to one of 240 networked UNIX workstations on the employees’ desks.

The system automatically matches distribution documents (such as 1099s and W-2s) with the filings of individual taxpayers. Mark Cox, assistant IRS commissioner for information systems development, noted that in trials with the AUR, “We’ve been able to cut down the rework of cases from 25 percent to less than 5 percent. We see this type of work enabling us to share in more of a connectivity mode.”

The system uses an Oracle database running SQL to match data from various sources. It also performs basic tax computation and helps agents send notices to taxpayers. Managers have noted that even though the new system has not improved the speed of the agents, it has cut down on the error rates. As agents become familiar with the system, productivity is expected to improve.

In 1991, the Ogden center processed 26 million tax returns and collected $100 billion in tax payments. It processed $9 billion in refunds. In 1992, it won the Presidential Award for Quality for improved tax processing by saving the government $11 million over five years.

The Currency and Banking Retrieval System

In 1988, Congress passed a new law in an attempt to cut down on crime (notably drug dealing) and to provide leads to people who significantly underreport their income. Every cash transaction over $10,000 is required by federal law to be reported to the IRS on a Form 8300. The IRS created the Currency and Banking Retrieval System to match these forms against the filer’s tax return. The system automatically identifies people who had large cash purchases but claimed little income.  Because of a programming error, the system missed forms covering $15 million in cash transactions between 1989 and 1990.

The problem stemmed from the fact that the IRS used the same code number on the 8300 forms that it used on other cash transaction forms. The IRS later assigned separate codes for each form.  When programmers wrote the new matching programs, they did not realize there were two codes for each transaction. The system was corrected in 1991.  By 1992 it was used to process more than 1 million queries a year.

Jennie Stathis of the GAO noted there were additional problems with Form 8300.  In particular, the filings were incomplete or contained incorrect taxpayer identification numbers. The IRS is developing software to enable businesses to verify the taxpayer ID numbers automatically before the customer completes the purchase.

Document Processing System and Service Center Recognition/Image Processing System (SCRIPS)

In 1994, the IRS awarded a $1.3 billion contract to the IBM Federal Systems division to design a document processing system.  The goal was that by the late 1990s, the system would convert virtually every tax return to a digital format. A day after the contract was awarded, IBM sold the Federal Systems division to Loral Corporation for $1.52 billion.

The 15-year systems integration contract was to have the system running online in 1996. The plan called for scanning incoming tax forms. Special software digitally removed the form layout and instructions, leaving just the taxpayer data. OCR software was to then convert the characters (including handwritten numbers) into computer data.

The system was scheduled for initial installation at the Austin, Texas, regional center in August 1995. Plans called for installing it at Ogden, Utah, Cincinnati, Ohio, Memphis, Tennessee, and Kansas City, Missouri by 1998.

Despite the popularity of electronic filing, the IRS still sees a need for the OCR system. The IRS anticipates receiving 252 million paper filings in the year 2001.

SCRIPS was the first scanning project.  Presented at a cost of $17 million, it was approved to cost $88 million when it was awarded in 1993 to Grumman Corporation’s Data Systems unit. SCRIPS was designed to capture data from four simple IRS forms that are single-sided. SCRIPS was supposed to be an interim solution that would support the IRS until DPS could be fully deployed. However, delays have pushed back the delivery of the SCRIPS project.  By the time it was declared finished, the project cost $200 million.

DPS was the second scanning project.  It has a projected cost of $1.3 billion.  Interestingly, Grumman Data Systems was the loser in the contest for the DPS contract. The IRS noted that Grumman failed a key technical test.  When completed, DPS was quite complicated to use.  In this program, the IRS developed nine separate databases, most of which could not communicate with each other.  

In 1996, Art Gross, a veteran of the New York State revenue department, was appointed to be IRS’s new chief information officer.  He stated that the IRS's computers didn't "work in the real world" and that its employees lacked the "intellectual capital" to transform them.  When he arrived in 1996, the IRS's year-2000 conversion project had a budget of $20 million and a staff of three; by 1998, it had grown to a $900 million project with 600 workers, many of them consultants.
 

Gross tried to get control of the system.  He ended the DPS or “Bubble Machine” project as being over budget and behind schedule. With help from TRW, he devised a new top-to-bottom computer architecture.  The architecture was built around a centralized database that centralize information at the IRS.  


When Rossotti arrived as the new commissioner, he proposed an even more ambitious plan.  In addition to year-2000 changes, computer updates from the 1997 tax law, and the overall modernization, Rossotti proposed to restructure the entire organization.  This proved to be too much for Gross, who resigned.

Security Breaches

In 1983, Sen. John Glenn (D-Ohio) released an IRS report indicating that 386 employees took advantage of “ineffective security controls” and looked through tax records of friends, neighbors, relatives, and celebrities at the Atlanta regional IRS office. Additionally, five employees used the system to create fraudulent returns, triggering more than 200 false tax refunds. Additional investigations turned up more than 100 other IRS employees nationwide with unauthorized access to records. Glenn observed that the IRS investigation examined only one region and looked at only one of 56 methods that have been identified to compromise security.  Glenn expressed the concern that “this is just the tip of a very large iceberg.”

The IRS noted that the TSM program “greatly increases the risk of employee browsing, disclosure, and fraud,” because of the online access to the centralized databases.

Margaret Richardson, Commissioner of the Internal Revenue Service, noted that the system used by the perpetrators was 20 years old and was used by 56,000 employees. It met all federal security standards, including the use of passwords and limited access based on job descriptions. The IRS found the problems in Atlanta by examining records of database access from 1990 to 1993. Because the system generates 100 million transactions a month, the data is stored on magnetic tape, making it difficult to search.

In 1989, the IRS arrested Alan N. Scott, of West Roxbury, Massachusetts, for allegedly submitting 45 fraudulent returns via the new electronic filing system. The IRS claims Scott received more than $325,000 in refunds.

The IRS requires tax return preparers to fill out an application before it issues an access code.  Scott apparently used a fake taxpayer ID number and lied on the application form to gain the access number. The IRS claims he then submitted false returns using bogus names and taxpayer ID numbers to get refund checks ranging from $3,000 to $23,000.

IRS officials noted that the electronic filings actually made it easier to identify the problem, because the computer could scan the data earlier than the data would have been scanned if it would have been submitted by hand. Once the situation was identified, the IRS was able to immediately lock out further transactions from Mr. Scott’s access number.

IRS Budget

Like any executive agency, the IRS budget is set by Congress and approved by the President. In 1995, the Clinton administration asked Congress to increase the IRS budget by 10 percent.  The money was to be allocated to improving the information systems and procedures at the IRS in an effort to make them more effective. Congress responded by cutting the IRS budget by 2 percent. The Clinton budget called for $8.23 billion; the Congressional numbers cut the budget from $7.48 billion in 1995 to $7.35 billion in 1996. Congress did grant a slight increase in the budget for tax system modernization. Rep. Jim Lightfoot (R-Iowa) observed that “Without modernization, I think you’re throwing good money after bad. The IRS is still working out of cardboard boxes. It’s basically that bad.”

Recommendation for the Future

In 1998, the message in Congressional hearings was to “Do something. Anything.”  The hearings into IRS dealings with the public revealed several problems within the IRS.  They emphasized the negative perceptions the public has toward this important agency.  After listening to these criticisms, the IRS eventually agreed to change some of its policies to improve its treatment of citizens. The 1998 IRS Restructuring and Reform Act was aimed at changing IRS attitudes and providing citizens with more control in the tax-collection process.  Charles Rossotti, the new IRS commissioner, described the process of upgrading the vacuum tube-era technology as being “rebuilding Manhattan while we're still living in it.”  The $7 billion agency has attempted the same gargantuan task of modernizing its computers for 25 years and continues to fail.  The total cost in the 1990’s alone has been projected to be nearly $4 billion.

Today the system includes 80 mainframes, 1,335 minicomputers, and 130,000 desktop boxes that are largely unable to communicate with each other. 

Before his appointment as Commissioner of the IRS, in November, 1997, Rossotti served as Chairman of the computer consulting firm American Management Systems.  In early 1998, Arthur Gross, the chief technology officer, who drafted the latest modernization blueprint, resigned in frustration.  Shortly thereafter, Tony Musick, the chief financial officer, resigned to become deputy CFO at the Commerce Department.

The IRS has 102,000 employees who collect $1.5 trillion annually.  It is organized geographically into 33 districts that report to ten regional offices.  In 1997, it issued $107 billion in refunds to 68% of the taxpayers.  The nation’s 121.6 million taxpayers spend $8 billion a year to get help in preparing their returns.  In 1996, the IRS collected nearly $29 billion in delinquencies, issued 750,000 liens, and seized 10,000 properties.  The simplest form, the 1040EZ, has a 28 page instruction book.  It takes an average of 10 hours to complete the regular 1040.  In her 1998 book, Unbridled Power, Shelley L. Davis, the IRS’s official historian from 1988 to 1995, described the agency as “secretive, paranoid, and arrogant.”

In 1998, Congress passed the Taxpayer’s Bill of Rights.  The legislation promises some improvements.  These include shielding divorced taxpayers from their ex-spouses' tax liabilities; reducing penalties and interest on overdue taxes; and reversing the burden of proof in court cases so the IRS will have to show that the taxpayer did wrong, not the other way around.  The legislation also sets up an oversight board to see that the legislation is carried out. 

Unfortunately, the IRS has been even less successful at implementing new technologies. By 1998, nearly all of the earlier systems development efforts were canceled. In late 1998, the IRS signed a 15-year development contract with Computer Science Corporation (CSC) that was worth $5 billion. By contract, CSC is responsible for helping design new systems, indicating that the ultimate goal is still to be determined.  Outside experts note that the contract does not necessarily solve all the IRS problems. The IRS must still deal with the contract management issues, which have proved difficult to the IRS in the past.  

In the interim, the IRS still needs to process millions of forms. In 1999, the emphasis shifted to electronic scanning of payment forms. Tax form data will continue to be hand-entered by clerks.  This cumbersome process requires two clerks to enter data from each form and check for errors.

At Congressional insistence, the IRS also emphasizing electronic filing. In 1998, about 23 percent of individual returns were filed electronically. The congressional target is to have 80 percent filed electronically by 2007.  Neither Congress nor the IRS has provided incentives for individuals to file electronically. Currently, people have to pay a fee to file electronically. Generally, only people expecting a refund use this filing method because it does provide a slightly faster response.

Questions

1. What problems have been experienced by the IRS in developing its information systems?

2. How are these problems related to the service’s systems development methodologies?

3. The GAO thinks the IRS should place more emphasis on electronic filing.  Is the GAO correct, or is the IRS approach better?

4. Are there any ways to speed up the development of systems for the IRS?  What would be the costs and risks?

5. Are the IRS problems the result of technology or management difficulties?

6. What are the advantages and drawbacks to outsourcing the IRS information systems?

7. Why did the IRS choose private banks to develop the Electronic Payments System?  Could this technique be used for other systems?
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