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Answers to the Chapter 14 Problems

1.  Information about the TPC-C benchmark can be found at www.tpc.org. The TPC website contains a summary of the benchmark, a list of frequently asked questions, recent benchmark results, and a detailed description of the benchmark. Here are some important facts about the benchmark.
· First approved in 1992
· TPC-C involves a mix of five concurrent transactions of different types and complexity either executed on-line or queued for deferred execution. The benchmark is centered on the principal activities (transactions) of an order-entry environment.
· The database is comprised of nine types of tables with a wide range of record and population sizes.
· The tpm-C metric is the number of New-Order transactions executed per minute. The tpm-C metric is considered to be a measure of business throughput because it involves a mix of transactions.
2.  Information about the TPC-H benchmark can be found at www.tpc.org. The TPC website contains a summary of the benchmark, recent benchmark results, and a detailed description of the benchmark. Here are some important facts about the benchmark.

· First approved in 1999
· TPC-H involves decision support systems that examine large volumes of data, execute queries with a high degree of complexity, and provide answers to critical business questions.
· The TPC-H database is comprised of eight tables in an order entry system.
· The performance metric reported by TPC-H is called the TPC-H Composite Query-per-Hour Performance Metric (QphH@Size). The metric involves query processing power at the chosen database size and the throughput defined as the ratio of the total number of queries executed over the length of the measurement interval.
3.  Information about the TPC-W benchmark can be found at www.tpc.org. The TPC website contains a summary of the benchmark, recent benchmark results, and a detailed description of the benchmark. Here are some important facts about the benchmark.

· The current version (1.8) was approved in 2002. The new version (2.0) is under review in June 2005.
· The TPC-W is a transactional web benchmark involving a controlled internet commerce environment that simulates the activities of a business oriented transactional web server.
· TPC-W simulates three different profiles by varying the ratio of browse to buy: primarily shopping (WIPS), browsing (WIPSb) and web-based ordering (WIPSo). The WIPSb mix is intended to simulate a website with few buy orders and much browsing activity. The WIPSo mix is intended to simulate a website with a significant percentage of order requests accomplished with 50% of the web page accesses for browsing and 50% of the accesses for order processing.
· The TPC-W database is comprised of eight tables in an order entry system.

· The primary metrics are the Web Interactions per Second (WIPS) rate, the associated price per WIPS ($/WIPS), and the availability date of the priced configuration.
4.  Information about the TPC-App benchmark can be found at www.tpc.org. The TPC website contains a summary of the benchmark, recent benchmark results, and a detailed description of the benchmark. Here are some important facts about the benchmark.
· The current version (1.0) was approved in December 2004.
· The TPC-App is an application server and web services benchmark.
· TPC-App workload was designed specifically to stress the Application Server. TPC-App does not benchmark the logic needed to process or display the presentation layer (for example, HTML) to the clients. The clients in TPC-App represent businesses that utilize web services in order to satisfy their business needs.
· The TPC-App database is comprised of eight tables in an order entry system.

· There are two performance metrics reported by TPC-App. The first is the Web Service Interactions per second (SIPS) per Application Server SYSTEM. The second is the Total SIPS, which is the total number of SIPS for the entire tested configuration (SUT). Multiple Web service interactions are used to simulate the business activity of an online supplier, and each interaction is subject to a response time constraint.
5.  Information about MySQL can be found at http://www.mysql.com/. Other important open source DBMSs are CA Ingres (www.ca.com), PostgreSQL (http://www.postgresql.org/), and Firebird (http://firebird.sourceforge.net/). MySQL and Postgres are the two most popular products. MySQL has two licenses: a commercial license for organizations that do not want to release the source code for their applications as open source / free software and an open source license allowing organizations to use the software at no charge under the condition that if MySQL is used in a redistributed application, the complete source code for the application must be available and freely redistributable under reasonable conditions. Many commercial organizations would need to use the commercial license. PostgreSQL uses the BSD license, which stipulates that the credits have to be maintained but beyond that you can use it pretty much as you see fit.  Firebird is completely free of any registration, licensing or deployment fees. It may be deployed freely for use with any third-party software, whether commercial or not. CA Ingres is distributed on the CATOSL (Trusted Open Source License) for Ingres enables users to embed Ingres in their own applications royalty free, but does not force such applications to be released as Open Source. The source code of Ingres needs to be provided on that basis, but not the other source code in the application.
6.  Here is possible list of nonprocedural query requirements. The student response may vary from this list.
	Requirement (Importance)
	Explanation

	Join operations (essential)
	SELECT statement support for join operations

	Outer joins (desirable)
	SELECT statement support for one-sided and full outer join operations

	Set operators (desirable)
	SELECT statement support for union, intersection, and difference operators

	Type I nested queries (desirable)
	SELECT statement support for Type I nested queries

	Type II nested queries (desirable)
	SELECT statement support for Type II nested queries

	FROM nested queries (optional)
	SELECT statement support for nested queries in the FROM clause.

	User interface (desirable)
	Graphical user interface to formulate SQL statements

	Manipulation support (required)
	Support for SQL INSERT, UPDATE, and DELETE statements

	3-valued logic support (desirable)
	Support for 3 valued logic in comparisons and computations


7.  Here is a matrix showing importance weights for a subset of the nonprocedural query requirements.
	
	Join operations
	Outer join operations
	Type I nested queries
	Type II nested queries

	Join operations 
	1
	5
	7
	7

	Outer join operations
	1/5 (0.20)
	1
	3
	3

	Type I nested queries
	1/7 (0.14)
	1/3 (0.33)
	1
	1/3 (0.33)

	Type II nested queries
	1/7 (0.14)
	1/3 (0.33)
	3
	1

	Column Sum
	1.48
	6.66
	14
	11.33


8.  Here is a matrix and list showing the normalized weights and final importance values for each nonprocedural query requirement.
	
	Join operations
	Outer join operations
	Type I nested queries
	Type II nested queries

	Join operations
	0.68
	0.75
	0.50
	0.62

	Outer join operations
	0.14
	0.15
	0.21
	0.26

	Type I nested queries
	0.09
	0.05
	0.07
	0.03

	Type II nested queries
	0.09
	0.05
	0.21
	0.09


	Requirement Subcategory
	Importance

	Join operations
	0.64

	Outer join operations
	0.19

	Type I nested queries
	0.06

	Type II nested queries
	0.11


9.  Here is the modified CREATE TABLE statement with the CHECK constraints.
CREATE TABLExe "CREATE TABLE" Customer

( CustNo 
       CHAR(8),

  CustFirstName    VARCHAR2(20) CONSTRAINT CustFirstNameRequired NOT NULL,

  CustLastName     VARCHAR2(30) CONSTRAINT CustLastNameRequired NOT NULL,

  CustStreet       VARCHAR2(50),

  CustCity
       VARCHAR2(30),

  CustState
       CHAR(2),

  CustZip
       CHAR(10),

CustBal
       DECIMAL(12,2) DEFAULT 0,

CONSTRAINT PKCustomer PRIMARY KEY (CustNo),

CONSTRAINT CustBalConstraint CHECK (CustBal > 0),

CONSTRAINT CustStateConstraint 

           CHECK (CustState IN ('CO','CA','WA','ID','UT','AZ','NV','OR') ) )
10.  Here is the modified CREATE TABLE statement with the CHECK constraints.
CREATE TABLExe "CREATE TABLE" Purchase

( 
PurchNo 
CHAR(8),

  
PurchDate
DATE CONSTRAINT PurchDateRequired NOT NULL,


SuppNo
CHAR(8) CONSTRAINT SuppNo2Required NOT NULL,


PurchPayMethod
CHAR(6) DEFAULT 'PO', 

 
PurchDelDate
DATE,

 CONSTRAINT PKPurchase PRIMARY KEY (PurchNo),

 CONSTRAINT SuppNoFK2 FOREIGN KEY (SuppNo) REFERENCES Supplier )

 CONSTRAINT PurchDelDateConstraint 
      CHECK (PurchDelDate > PurchDate OR PurchDelDate IS NULL),

 CONSTRAINT PurchPaymethodConstraint1 

    CHECK (PurchPayMethod IN ('PO','CC','DC') OR PurchPayMethod IS NULL),
 CONSTRAINT PurchPaymethodConstraint2 

    CHECK (PurchPayMethod IS NOT NULL OR PurchDelDate IS NULL) )

11. These statements execute in Oracle.
CREATE VIEW PrinterSupplierView AS

  SELECT Supplier.*
    FROM Supplier, Product
    WHERE Supplier.SuppNo = Product.SuppNo

      AND ProdName LIKE '%Printer%'
-- Create roles

CREATE ROLE PrinterProductEmp;

CREATE ROLE PrinterProductMgr;

CREATE ROLE StoreMgr;

-- Grant privileges to roles

GRANT SELECT(SuppNo,SuppName,SuppEmail,SuppPhone,SuppURL)

   ON PrinterSupplierView TO PrinterProductEmp;
GRANT SELECT(SuppNo,SuppName,SuppEmail,SuppPhone,SuppURL),

   UPDATE(SuppNo,SuppName,SuppEmail,SuppPhone,SuppURL)

   ON PrinterSupplierView TO PrinterProductMgr;

GRANT SELECT, INSERT, UPDATE(SuppDiscount), DELETE

   ON PrinterSupplierView TO StoreMgr;

12. In Oracle, the system privilege QUERY REWRITE pertains to optimizations for data warehouses (see Chapter 16). The system privilege ANALYZE enables statistics collection for various objects. The EXECUTE privilege enables execution of stored procedures for statistics collection. The object privileges for data warehouses are MATERIALIZED VIEW and DIMENSION.
13. In Oracle 10g, dictionary tables are not directly accessible. Views are provided to view dictionary tables. Oracle 10g has static dictionary views that change only when the data dictionary table is changed usually with an SQL statement. For example, a CREATE TABLE statement modifies one or more dictionary tables. Oracle has three collections of static dictionary views that reveal data based on a user’s roles. The ALL_ views display all information available to the current user in any schema in which the user has access. The DBA_ views provide all relevant information to an administrator. The USER_ views provide information about the current schema. Some static USER_ views for statistics are 

· User_Tab_Statistics: optimizer statistics for tables including the number of rows and blocks.
· User_Tab_Col_Statistics: optimizer statistics for columns including the number of distinct values and the number of null values.
· User_Tab_Ind_Statistics: optimizer statistics on indexes including the number of distinct key values and the number of leaf blocks.
· User_Tab_Histograms: details of histograms including the end points and number of values in each range.
14. Here is a summary about DBA roles from the Oracle 10g Database Administrator’s Guide. Oracle has the predefined DBA role and two predefined users for administration. The DBA role contains most system privileges. This role should be granted to database administrators. Oracle contains two predefined users (SYS and SYSTEM) with DBA roles. These accounts should only be used by the most privileged DBA. The SYS account contains all of the base tables and views of a database. The tables in the SYS account should not be manipulated by any user or database administrator. The SYSTEM account contains additional tables and views that display administrative information, and internal tables and views used by various Oracle Database options and tools.
Oracle contains the SYSDBA and SYSOPER privileges for database administration tasks. The SYSDBA privilege permits startup/shutdown, database creation, and database recovery. The SYSDBA privilege has been granted to the SYS role. The SYSOPER privilege permits an administrator to perform basic operational tasks, but without the ability to look at user data. 
