COMPUTER USE POLICY

No one shall use a computer without proper authorization.
	Computer theft includes theft of computer services and is illegal.
	Computer trespass is unauthorized use of computers to delete or alter data.
	Computer invasion of privacy is unauthorized access to financial or personal data.

State and federal laws forbid malicious disruption of computers.
	No individual shall invade the privacy of others, steal computer services, nor commit fraud.
	No individual shall access a remote computer without permission.

No one shall connect any computer to the Campbell’s Confections computer network unless it meets technical and security standards set by Campbell’s Confections.

Computers are not to be used for personal use.

No one shall reveal any password for any computer to any unauthorized individual. The system administrator is responsible for network passwords.

Choose a secure password. Do not use names, nicknames, phone numbers, or recognizable words. Each password should be a minimum of 10 characters in length and must include at least two numbers.

No one without authorization shall read, alter, or delete any other person’s computer files or electronic mail.

No one shall copy, install, or use any software or data files in violation of copyrights or license agreements.

No one shall install or use pirated software.

No one, without proper authorization, shall modify or reconfigure software or hardware.

Users shall take full responsibility for messages they transmit through the company computers and networks.
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