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Chapter 4
Excerpt from Criminal Justice by Freda Adler et al.

Getting the Picture
The following selection discusses three types of “non-violent crime” that play significant roles in our lives. They are fraud, high-tech crimes, and white-collar and corporate crime. Ironically, the death toll from these types of crimes is higher than that of murder. And all of these crimes are exceedingly costly to the public at large in other ways as well.
Brushing Up on Vocabulary
bootlegger—Anyone who is trying to make, sell, or transport contraband merchandise, especially liquor.  Although bootleggers were quite prominent during the prohibition period (1919-1933), the term “bootlegger” began to be used in the late 1800s to refer to people who tried to smuggle liquor inside their knee high boots. 
white-collar—Since the 1920s this term has been applied to those who work in an office or other professional environment. These clerical workers, managers, and executives traditionally wore suits, white shirts, and ties. The term white-collar crime was coined by Edwin H. Sutherland who defined it as “any non-violent crime committed by a person of respectability and high social status in the course of his occupation.” 
Fraud and Corporate Crime 
Fraud
1) 
Fraud is the acquisition of the property of another person through deception. Deception includes false pretenses, confidence games, check forgery, and illegal credit and cash transactions. Two rapidly growing types of fraud involve auto and health insurance claims. The amount and types of fraud have changed through the years with technological developments. Just as the introduction of checks for the payment of goods and services opened up opportunities for thieves to gain illegitimate financial advantage, so did the introduction of “plastic money.” Major credit card companies report billions of dollars in losses from fraud annually. Stolen, lost, or expired credit cards are now modified with computers and encoding devices so that they appear to be valid. Totally counterfeit credit cards are also fabricated with the help of laser copiers or other duplicating machines. And more recently, credit card account numbers are being stolen from the Internet, where credit purchases are now possible. In 2000, the FBI and the White-Collar Crime Center created a national reporting mechanism to track fraud on the Internet by establishing the Internet Fraud Complaint Center (IFCC).
High-tech Crimes
2) 
In addition to credit card fraud carried out on the Internet, the rise of computers and other high-technology equipment has paved the way for other new types of crime as well. These crimes present yet another set of challenges for potential victims, law enforcement personnel, and criminal justice professionals. What exactly is high-technology crime? It is generally agreed that high-tech crime involves an attempt to pursue illegal activities through the use of sophisticated electronic devices — computers, cellular phones, and other digital communications — that are in common use today. A 1997 FBI nationwide survey of U.S. companies found that three-quarters of them had been victimized by computer-related crime and that the average loss per company was close to half a million dollars.
3) 
New types of crime include “cyberspying” into competitors’ computer systems to gather proprietary information, the distribution of illegal or illegally obtained images such as child pornography, and video piracy. For example, it is not unusual for a major motion picture to open in movie theaters — and for bootleggers’ videotape versions to appear on the streets the same day.
White-collar and Corporate Crime
4) 
Initial reports of a crisis in the U.S. savings and loan industry appeared on the front pages of newspapers across the country in 1989. They alleged that some savings and loan officers had ruined their institutions financially for personal profit, thereby creating the greatest amount of white-collar crime ever uncovered. Millionaire financier and banker, Charles Keating, for instance, was sentenced to twelve years and seven months in prison because he, along with his associates, had taken the life savings of thousands of small investors in his Lincoln Savings and Loan Association. Bailing out the insolvent banks may cost an estimated $300 to $500 billion by the year 2021.
5) 
Unlike violent crimes and property offenses, which penal codes classify quite neatly, white-collar and corporate offenses include a heterogeneous mix of corporate and individual crimes, from fraud, deception, and corruption (as in the S&L case) to pollution of the environment. They are committed by individuals or by organizations operating locally, nationally, and internationally. The most notable corporate prosecution in recent years resulted in a conviction that, for all practical purposes, also served as a death sentence. Arthur Anderson, LLP, was convicted in June 2002, of obstructing justice following its audit of Enron.
6) 
White-collar Crime. As society becomes more complex, the relation of buyer to seller (or of service provider to client) becomes less personal. The anonymity of such relations creates a basis for potential abuse. For example, employees of large organizations may use their authority illegally for private gain, by making their services to the public contingent on bribes, kickbacks, or other favors. Consider the insurance adjuster who doubles the estimate of damage in exchange for half of the insurance payment. Commercial transactions too are hidden in a complex maze. One of them, insider trading—the use of material, nonpublic information to obtain an unfair advantage in trading stocks—has made front-page headlines in recent years after the arrest and conviction of Dennis Levine, a 34-year-old managing director of the securities firm Drevel Burnham Lambert. Levine used insider information to buy stock for himself and others in such corporations as International Telephone and Telegraph (ITT), Sperry Corporation, and American National Resources. After his activities were discovered, he implicated other Wall Street executives—including Ivan Boesky, who had made millions in illegal profits.
7) 
Corporate Crime. Corporate crime is defined as a criminal act committed by one or more employees of a corporation that is attributed to the organization itself. Each year between 200 and 400 corporations are convicted in federal courts for offenses ranging from tax law violations to environmental crimes. Violation of environmental standards can cause suffering to generations of people who will be exposed to polluted water, toxic air, or the consequences of land exploitation. Catastrophic releases of radioactive substances can cause grave hazards to entire countries, as demonstrated by the Chernobyl nuclear disaster of April 26, 1986, in the Ukraine, which resulted from a series of criminal activities.
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Multiple Choice
_____1. The author’s main purpose in discussing these three types of crime is to

a. persuade the reader to not become involved in a life of crime.

b. show the reader how federal, state, and local agencies have tried to solve 
these crimes.

c. explain each of these types of crime and the problems related to them.

d. present a case for more federal and local funding to help solve these crimes.
_____2. Pretenses in paragraph 1 means

a. previews or advances

b. victims or prizes

c. claims or reasons

d. throngs or crowds
_____3. The author explains the word fraud to the reader by 

a. giving a definition of the word

b. giving examples of types of fraud

c. stating how fraud has changed over the years

d. all of the above
_____4. At the beginning of paragraph 5 the author uses a

a. comparison

b. contrast

c. definition

d. classification or division
_____5. Contingent in paragraph 6 means

a. dependent upon

b. not related to

c. independent from

d. detached from
_____6. In paragraph 7 the author uses which of the following techniques?

a. definition

b. cause and effect

c. example

d. all of the above
True or False
_____ 7. The author discusses measures that federal and local agencies can use to 
  
     detect the types of crimes being discussed.
_____ 8. Thieves have found a way to steal credit card numbers when purchases are 
 
    made online.
_____ 9. A credit card can be made to appear valid even after it has expired.
_____10. Proprietary in paragraph 3 means “ownership.”
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