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	Part I

	1
	AH or ESP packets are encapsulated in what protocol?

	2
	What is the protocol number for AH or ESP?

	4
	What information can an attacker sniff if she intercept an IPSec packet? 
Cans she get the IP addresses of the two hosts? 
Can she guess about the type of packet carries by the ESP?


	5
	Open an AH or an ESP packet. What information is inside the packet?



	Part II

	1
	How many different ISAKMP exchanged type are in the trace?

	2
	Does an ISAKMP use the service of UDP or TCP?

	3
	In which exchange type do you find the Security Association (SA)?


	4
	What encryption method is used?


	5
	What authentication method is used?



